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Safety warnings

The device must only be connected to a power
source that complies with the manufacturer’s
specifications.

Do not use improvised or unstable power supplies.

Installation and electrical connections must be
carried out only by qualified personnel.

Do notinstall the device in areas exposed to intense
solar radiation without additional protection.

Do not touch the connection terminals when the
equipment is powered.

Avoid using the keyboard with wet hands to prevent
short circuits or defects.

Do not attempt to disassemble or repair the
equipment without authorization.

Change the default password immediately after
installation.

Update passwords periodically to reduce the risk
of unauthorized access. Use unique and difficult-
to-guess codes.

Clean the surface with a soft, dry or slightly damp
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cloth. Do not use solvents or corrosive substances.

Periodically check the keyboard’s fixation and the
integrity of the cables.

If defects occur, disconnect the power supply and
contact an authorized service center.

Avoid mounting near strong heat sources,
electromagnetic fields or in places with excessive
vibrations.

Technical specifications

Operating voltage DC 12V+10%
Current (mA) <100mA
User capacity 10000 users
Card type EM, MF, NFC
Card reading distance 1-10cm
Protection grade IP65

Default unlock time 5seconds
Default programming 123456
password




once every 2 seconds

Default PIN none
User PIN 4 digits
Default unlock mode Card or PIN
Dimensions 70x110x20 mm
Operating temperature -26 ~80°C
LED indicators
Red LED flashes slowly | Standby

Green LED flashes
quickly once every 0.5
seconds

Waiting for the next
operation

Red LED ison all the
time

Unlock

Red and green LEDs
flash alternately

Return to the default
programming
password




Sound indicator

1short beep Valid command

3short beeps Invalid command

1longbeep Programming mode

3long beeps Return to the default
programming password

Keyboard programming

Set programming password

#old password # 0 new password # new password
#

If thisis yourfirstaccess, instead of the old password,
enter the factory password 123456.

If you have forgotten the old password, reset to
return to the factory programming password
(123456). Details in the chapter “Revert to factory
programming password”.




User card registration

# programming password # 1 read card/s #

Several cards can be registered, read them one after
the other.

Set common PIN

# programming password # 21 New common PIN
#

Only one common PIN can be set. To unlock, enter
the common PIN and press the # key.

Delete users

# programming password # 40 0000 #

All cards and all user PINs will be deleted, except
the common PIN.

Delete user card

# Programming password # 41 read card/s #

Multiple cards can be deleted at once, read the cards
one after the other.



Register card by user ID

# Programming password # 22 User ID, read card
#

Register a card by entering the user ID. The user ID
must contain 4 characters and cannot be reused.
If you have entered an ID that already exists, you
will hear 3 short beeps. Find more details in the
“User ID” chapter.

Register PIN by user ID

# Programming password # 23 User ID, new PIN #

Register a PIN by entering the user ID. The user ID
must contain 4 characters and cannot be reused.
If you have entered an ID that already exists, you
will hear 3 short beeps. Find more details in the
“User ID” chapter.

Delete user ID
# Programming Password # 42 User ID #
Delete card number

# Programming Password # 43 Card Number #
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The card number has 10 or 8 characters that the
device automatically identifies when you register
the card.

Configure unlock duration

# Programming Password # 5 XX #

XX can be between 00-99. 00 means an unlock
duration of 0.2 seconds.

Configure unlock mode

# Programming Password # 6 XX #

XX can be 01 (unlock only by card), 02 (unlock by
card or pin), 03 (unlock by card and pin). 02 is the
default mode.

External card reader mode

# Programming Password # 6 04 #

This keypad can be connected to an external card
reader.

Backlight settings
# Programming password # 8 XX #
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XX canbe01 (key lightalways on), 02 (key light always
off), 03 (automatic mode, keys light only when
touched). 03 is the default mode.

Factory reset

# Programming password # 8 99 #

All records will be deleted, except the programming
password and the administrator card.

Revert to factory programming password

Step 1: Turn off the power and connect the OPEN
and GND terminals. Turn on the power again. You
will hear 3 long beeps. The red and green LEDs flash
alternately.

Step 2: Turn off the power and disconnect the OPEN
and GND terminals. Turn on the power again. The
factory password (123456) has been reactivated.

Administrator card registration

Read two new cards one after the other. The buzzer
will emit a short sound. Thefirst card that was read
will be the administrator card for adding users. The
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second card will be the administrator card for
deleting users. If you do not need an administrator,
this step can be skipped.

User ID

The user ID must contain 4 digits between 0000 -
9999.

The card(s) registered by command 1 are not
assigned a user ID.

Execute command 40 to delete all user IDs.

Change user PIN

Scan the card or enter the PIN to unlock and within
5 seconds press and hold # for 3 seconds until the
green LED flashes quickly. Then, enter the new PIN
# new PIN #. The PIN has been changed. You will
hear a long beep for confirmation.

Unlock by card and PIN

The default unlocking mode is card or PIN.

Execute the command # programming password #
6 03 # to activate the unlocking mode by card and
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PIN.

To unlock, read the card, the green LED will flash
quickly, immediately enter the PIN followed by the
# key. The green LED will remain on. The door will
unlock.

Set the door in open mode

After you have unlocked the door by card or PIN,
press the 7 9 keys to keep the door opened. The
green LED remains on.

To return to normal mode, you need to perform a
single openingaction: either use the card, enter the
password, or press the access button (if connected).

After this action, the access control keypad returns
to the standard operating mode.

Simplified EU Declaration of Conformity

ONLINESHOP SRL declares that the PNI DK150T
Access Control Keyboard complies with the RED
2014/53/EU. The full text of the EU Declaration of
Conformity is available at the following internet
address:
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https://www.mypni.eu/products/10940/download/
certifications

Connection diagram
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_Jl WG reader

Relay output
Exit button BELL

Remote control via Tuya Smart app

Install the Tuya Smart
application on your
mobile phone.
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Enable Location and Bluetooth.
Open the app and login.

Tap +Add device to add the access control keypad
to the app.

Type the command # programming password # 086
#onthe keypad to enter pairing mode. The backlight
of the keys will start flashing.

The app will shortly identify the keypad. Tap the
keypadicon and follow the on-screen steps. Rename
the keypad if necessary and tap “Done” to complete
the keypad addition procedure in the app.

From the app, you can lock and unlock the door,
manage users, generate temporary access codes
and make various other settings.

Note: you can also add the keypad to the app
manually by accessing the Camera & Lock - Lock
(Wi-Fi) category. Follow the on-screen steps until
the procedure is complete.

Note: Note: Due to frequent updates to the Tuya
Smart app, the images and information in this
manual may not exactly match the version you have
installed.
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MpedynpexxdeHus 3a 6e3onacHocm

YcTpolicTBOTO TpsibBa fa ce CBbpP3Ba CaMO KbM
M3TOYHUWK Ha 3axpaHBaHe, KOMNTO OTroBaps Ha
cneunduKauMmnTe Ha NPOU3BOAUTENS.

He v3non3BaiTe MMNPOBU3VpPaHU U HECTabWHM
3axpaHBaHus.

MOHTaXbT M eNeKTPUYECcKMTE BPb3KN TpsbBa Aa
Ce M3BBbPLUBAT CaMO OT KBanudULMpaH nepcoHar.
He MHCTanupainTe yCTPOMUCTBOTO Ha MecCTa,
W3MTOXEHW Ha MHTEH3MBHA C/TbHYEBA paguauus,
6e3 gonbAHUTENHA 3aLWUTa.

He gokocBaliTe KeMuTe 3a CBbP3BaHe, KOraTto
obopyfBaHETO e BK/IIOYEHO B 3aXpaHBaHETO.
N36sreaiTe ga n3non3saTe knaBMaTypaTa Cc MOKpU
pblie,3a aanpefoTBpaTMTe KbCo CheAUHEHMNE UK
pedexTun.

He ce onuTBaliTe ga pasrnobseate uam
peMoHTUpaTe obopyaBaHeTo be3 pa3peLLeHue.

MpomeHsiTe naponaTa no nogpasbupaHe BegHara
cnep MoHTaxa.

AKTyanu3upaiTe naponmTe NepUoguYHo, 3a ga
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HamManunTe puUcKa OT HEOTOPU3MpPaH AOCTbM.
M3nonseainTe yHUKaNHW U TPYAHU 33 OTraTBaHe
KogoBe.

MouymncTBaliTe NOBBPXHOCTTA C MEKA, CyXa U/ NIEKO
BMIaXXHa Kbpna. He nsnonsBaite pasTBOPUTENM
WJIM KOPO3VBHM BELLECTBA.

MepuopgMyHO NpoBepsiBaiTe 3aKpenBaHETO Ha
KnaBmaTypaTa U LenocTTa Ha kabenuTe.

AKO BB3HUKHAT pedeKTu, M3Kko4yeTe
3axpaHBaHeTO U ce CBBbPXETe C OTOPU3UPaH
CepBU3eH LieHTbP.

N36sarealiTe MOHTaX B 6IU30CT A0 CUMHU
M3TOYHULIV HA TOM/INHA, €NIEKTPOMArHUTHU NoseTa
W/IM Ha MeCTa C MPeKoOMepHM Bubpaumu.

TexHUYecku cneyugukayuu

PaboTHO HanpexeHune DC 12V+10%
Tok (mA) <100mA
KanauyuTteT Ha 10000
notpebutens notTpebuTenn
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Tun kapTa EM, MF, NFC
Pa3cTosHMe 3a YeTeHe Ha 1-10cm
KapTaTa

CTeneH Ha 3awWnTa IP65
Bpeme 3a oTknoyBaHe no | 5 cekyHam
nogpasbupane
MNapona3anporpamupaHe | 123456

no nogpasbrpaHe

MWH kop no noppasbupaHe | HAMa

MWH kog Ha noTpebuTtens | 4 undpu

Pexxnm Ha oTKno4YBaHe Mo

KapTa vnan NMNH

nogpasbupaHe
Pa3mepnu 70x110x20 MM
PaboTHa TemnepaTtypa -26 ~80°C
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LED uHOukamopu

YepBeHuUAT
CBETOAMOg Mura
6aBHO BEIHBX Ha
BCEKW 2 CEKYHAM

PeX1M Ha roToBHOCT

3eneHuaT ceeTogmop | Mi34yakBaHe Ha
Mura 6bp30 BegHbBXK | ciegBaliaTa
Ha Bcekun 0,5 cekyHan | onepauus
YepBeHuaT OTKntoYBaHe
CBETOAMOp[ CBETH

NOCTOSAHHO

YepBeHUAT U
3e/1eHNAT CBeTOAMOL
mMurat
nocnefoBaTenHoO

BpblaHe KbM
naposnara3a
nporpaMmpaHe no
nogpasbupaHe

38yK08 UHOUKaMop

1 KpaTbK 3BYKOB
curHan

BanupgHa komaHpga
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3 KpaTKu 3ByKOBU HeBanupHa komMaHga
CUrHana

1 abnbr 3ByKOB | PeXXMM Ha nporpamMupaHe
curHan

3 AbArv 3ByKOBY | BpbllaHe KbM naponara 3a
curHana nporpamupaHe ro
nogpasbupaHe

MpozpamupaHe om knaguamypa

3adaeaHe Ha napo/1a 3a NPo2PamMupaHe

# cTapanapona#0HoBanapona# HoBanapona#

AKO TOBa e NbpBUAT BU AOCTDBMN, BMECTO CTapaTa
napona BbBefeTe pabpuyHaTa napona 123456

AKo CcTe 3abpaBunu cTapaTta napona, HynmpanTe
s, 3a fja ce BbpHeTe kbM habpuyHaTa naposna 3a
nporpamupaxe (123456). MogpobHoCTY B rnaBaTa
.BpbwaHe kbM dabpumyHa napona 3a
nporpammpaHe’.
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Pezucmpayus Ha nompebumesicka Kapma
#naponasanporpamupate # 1 npoyeTeHa KapTa/u
#

MoraT ga 6baaT perncTpupaHu HAKOJIKO KapTy,
npoyeTeTe rv efHa ciep apyra.

3adaeaHe Ha obwy [MTUH

#napona3sanporpammpaHe # 21 Hos 06w, MNH #

Moxe pa ce 3afafe camo eanH obuy NWH. 3a ga
OTK/toYNTE, BbBeaeTe obwusa MNH n HaTucHeTe
Knasuwa #.

NsmpusaHe Ha nompe6umenu

# napona3anporpamupane #40 0000 #

Bcnyku kaptm u Bcuyknm MNH KopgoBe Ha
notpebuTtenu we 6bAAT U3TPUTH, C U3KITHOYEHWE
Ha obwwwmsa MANH.

UzmpueaHe Ha nompe6ume/1cxa Kapma

# Mapona 3a nporpamupaHe # 41 npoyeTteHa

KapTa/v #

MoraT ga 6baaT U3TPUTU HAKONKO KapTu
21



eQHOBpPEMEeHHO, Mpo4vYeTeTe KapTuTe eaHa cnepg
apyra.

PeaucmpupaHe Ha kapma 4pes
nompe6umescku ID

#Mapona3anporpamupane # 22 MNoTpebutencku
ID, npoyeTeTe KapTa #

PeructpupaliTe KapTa, KaTo BbBefeTe
notpebutenckus ID. MoTpebuTtenckuaT ID TpsibBa
[a CbAbpXKa 4 3HaKa M He MOXe fa ce U3Nnon3Ba
NOBTOPHO. AKO CTe BbBeNn cbluecTyBal ID, we
yyeTe 3 KpaTKu bunkaHus. HamepeTe noseve
nogpobHocTu B rnaeata,lMotpebutenckm ID*

PezucmpupaHe Ha [TUH upe3 nompebumencku
ID

#Mapona3anporpamupane # 23 MNoTpebutencku
ID, HoB MNH #

Peructpupante MNWH, kaTo BbBepgeTe

notpebutenckus ID. MoTpebuTtenckuaT ID TpsibBa

fa CbAbpXKa 4 3HaKa U He MOXe fia ce N3Non3Ba

NOBTOPHO. AKO CTe BbBeNu cblyecTsyBaly ID, we

yyeTe 3 KpaTKu 6bunkaHus. HamepeTe noeeye
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nogpobHocTy B rnaBaTa ,,loTpebutenckm ID

N3mpueaHe Ha nompe6umesncku ID
#Mapona3anporpamupane # 42 MoTpebuTtenckm
ID#

N3mpueaHe Ha Homep Ha Kapma

#MaponasanporpamupaHe #43 Homep Ha KapTa
#

HoMepbT Ha KapTaTa nma 10 nnu 8 3Haka, KouTo
YCTPOWCTBOTO aBTOMATUYHO UAEHTUMULMPa,
KoraTo perncrtpuparte KapTaTa.

KoHgpuzypupaHe Ha npodv/mKumesnHocmma
Ha OMK/II048aHE

#Mapona3anporpammpane #5 XX #

XX Moxe pa 6bae mexpgy 00-99. 00 o3HavaBa
NPOABHKUTENHOCT Ha OTKtOYBaHe 0T 0,2 CeKYyHAMW.

KoHguzypupaHe Ha pexxum Ha OMK/Il0Y8aHE

#Mapona3anporpammpaHe # 6 XX #
XX Moxe pa 6bge 01 (0OTKNOYBaHe CaMo C KapTa),

23



02 (oTkntouBaHe c kapTa unu MNH), 03 (oTkNtoYBaHE
ckapTau MKH). 02 e pexxumbT No nogpasbupaHe.

Pe)xum Ha 8bHWEH Yemey Ha Kapmu

#MaponasanporpammpaHe # 6 04 #

Ta3u knaBuaTypa MoXe fa 6bfe CBbp3aHa KbM
BBHLUEH YeTel, Ha KapTu.

Hacmpoliku Ha nodceemkama

#Mapona3anporpammpaHe # 8 XX #

XX Moxe na 6bae 01 (cBeTnMHaTa Ha KnaBuwnTe
BMHaru BKtoYeHa), 02 (CBeTIMHaTa Ha KNnaBulumnTe
BUHAru nsknw4yeHa), 03 (aBToMaTUYEH PEXUM,
KNaBULWNTE CBETAT CaMOo Npu AoKocBaHe). 03 e
pPeXumMbT No nogpasbupaxe.

®dabpuyHO HyNIUPAHE

#Mapona3sanporpammpaHe # 899 #

Bcuukm 3anucy e 6baaT u3TpuTU, C U3KIHYEHNE
Ha napofaTa 3a MNporpaMupaHe u
afMUHUCTpaTOpCKaTa KapTa.
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BpvuwjaHe Kvm ¢pabpudHa naposaa 3a
npozpamupaHe

Ctbnka 1: Mi3kntoyeTe 3axpaHBaHETO 1 CBbpXKeTe
knemute OPEN n GND. BkntoyeTe 3axpaHBaHeTo
OTHOBO. Llle yyeTe 3 ABbAMN 3BYKOBU CUTHanNa.
YepBeHUTe N 3eNeHUTe CBeTOAMOAM MUTraT
nocnegoBaTenHo.

Ctbnka2: I3kntoyeTe 3axpaHBaHeTo 1 pa3kayeTte
knemute OPEN 1 GND. BkntoyeTe 3axpaHBaHeTo
oTHoBO. ®abpuyHaTa napona (123456) e
aKTUBMpPaHa OTHOBO.

Pezucmpayus Ha adMUHUCMpPamopcKa Kapma

MpoyeTeTe ABe HOBMW KapTu efHa cneq apyra.
3ymMepbT We usfgage KpaTbK 3BYK. MbpBaTa
npoyeTeHa KapTa We 6bae agMUHUCTPaTOPCKaTa
KapTa 3a fobaBsHe Ha noTpebutenu. Bropara
KapTa wWe 6be afMUHUCTpaTOpPCKaTa KapTa 3a
N3TpMBaHe Ha NOTPebunTenn. AKO He Ce HyXpaeTe
OT agMUHUCTpPATOP, Ta3u CTbMKa MOXe Aa 6bae
nponycHaTa.
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NMompe6bumencku ID

MoTpebutenckuaT ID TpsibBa fa cbabpxKa 4 Lmdpu
mex gy 0000 - 9999.

KapTaTa(1Te), pernctpupaHu c kKomaHaa 1, Hamat
npuceoeH notpebutenckm ID.

M3nbnHeTe KomMaHga 40, 32 fa U3TpreTe BCUYKM
notpebutenckum ID.

lMpomsiHa Ha nompe6bumencku MAH

CkaHupaiTe kapTaTa unu sbeegeTe NNH koaa, 3a
LA OTKNHOYMTE, U B PAMKMTE Ha 5 CEKYHOM HaTUCHeTe
M 3a4pbXKTe # 3a 3 CEKYHAN, LOKATO 3eNeHUAT
CBETOAMOA 3amnoyHe ga mura 6bp3o. Cneg ToBa
BbBegetTe HoBus MNH # HoB MNWH #. NMUH KogbT e
npomMeHeH. e yyeTe AobAbr 3BYyKOB CUTHAN 3a
NOTBBbPXKAEHME.

Omknrw4deaHe c kapma u lMAH

PeXXUMBT Ha OTK/tOYBaHe no noppasbupaxe e
KapTta uan MNMnNH.

M3nbnHeTe KOMaHpaTa # napona3anporpammpaHe
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#6 03 #,3a 1,2 aKkTMBMpATE peXMMa Ha OTK/OYBaHe
cKapTtawn MUH.

3a a oTKA4YnNTe, NpoYeTeTe KapTaTa, 3e1eHUsT
CBETOAMOf, LWe Mura 6bp30, He3abaBHO BbBegeTe
MWH kopa, nocnegBaH OT KnaBuwa #. 3eNeHnsaT
CBETOAMON Lie OCTaHe BK/YeH. BpaTaTa Le ce
OTKJTHOUN.

HacmpolieaHe Ha epamama e omeopeH
pexum

Cnep KaTo cTe OTKAOYMUAM BpaTaTa C KapTa nam
MNH, HaTuCcHeTe KNaBnwWwnTe 79,3a ga 9 AbpxuTe
OTBOpEeHa. 3eN1eHNAT CBETOANO OCTaBa BK/THOYEH.

3a/ace BbpHeTe B HOpMalieH pexum, Tpsbsa ga
N3BbpWNTE eAHO ,D,GI7ICTBI/I€ 3a OTBapsaHe: nnun
n3nos3BaliTe KapTaTa, BbBefeTe naponarta, unu
HaTuCHeTe ByTOHa 3a AOCTBM (QKO e CBBbP3aH).
Cnep ToBa feiicTBME K/laBMaTypaTa 3a KOHTPO
Ha AOCTbNa Ce Bpblla B CTAHAAPTHUS PEXUM Ha
paboTa.

OnpocmeHa 0eknapayus 3a cbomeemcmaue
Cc usuckeaHusma Ha EC
27




ONLINESHOP SRL pgeknapupa, 4ye knaBmaTypata
3a KOHTpos Ha gocTbna PNI DK150T oTroBaps Ha
AvpekTuBaTta RED 2014/53/EU. MbAHUST TEKCT Ha
fAeKnapaumnsaTa 3a CbOTBETCTBUE C USUCKBAHUATA
Ha EC e fOCTBMEH Ha cNefHNs HTEPHET agpec:

https://www.mypni.eu/products/10940/download/
certifications
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AucmaHyuoHHO ynpassieHue 4Ypes
npunoxeHuemo Tuya Smart

MHcTannpante
npunoxeHunerto Tuya
Smart Ha MOBUIHMS cK
TenedoH.

AKTUBMPaNTe MecTononoxeHneTo n Bluetooth.
OTBOpETE NPUNOXKEHNETO 1 BNE3TE.

[JokocHeTe + [lobaBsiHeE Ha YCTPOMCTBO, 3a fia
po6aBuTe KNaBMaTypaTa 3a KOHTPO/ Ha A0CTbNA
K'bM NMPUIOXKEHNETO.

BbBepeTe KOMaHpaTa #napona 3a nporpamMmpaHe
#086 # Ha KnaBuaTypaTa, 3a [ia BNe3eTe B Pexum
Ha caBosiBaHe. [loAcBeTKaTa Ha KNaBulnTe wWwe
3anoy4He fla Mura.

MpUNOXEHNETO CKOPO We uaeHTuduLmMpa
KnaBuaTypaTa. [loKOCHeTe MKOHaTa Ha
KnaBuaTypaTau cefBaliTe CTBNKUTE Ha eKpaHa.
MpenMeHyBaliTe KNaBUaTypaTa, ako e He06XoANMO,
M pokocHeTe ,[0OTOBO®, 3a fa 3aBbpwuUTe
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npouegypaTta no gobaBsHe Ha KnaBuMaTypa B
NPUIOXKEHMNETO.

OT NpUNOXEHNETO MOXETe fla 3aKtyBaTe u
OTK/MKYBaTe BpaTaTa, fa ynpaBnsBaTe
noTpebuTenu, fa reHepmparte BpeMeHHN KogoBe
3a JOCTBN WM fJa NpaBuUTe pasnuyvyHu gpyru
HaCTPOWKM.

3abenexka: MoxeTe Cblo Taka ga gobaBuTte
K/laBMaTypaTa KbM MPUIOXKEHNETO PbYHO, KaTo
oTBOpUTE KaTeropusta Kamepa v 3aK/04YBaHe -
3aknwyBaHe (Wi-Fi). CnegBainTe CTBNKUTE Ha
€KpaHa, 4OKATOo NnpoueaypaTta He NPUKIYK.

3abenexka: 3abenexka: MNopagn vyecTumTe
aKTyanusauumn Ha npunoxeHueto Tuya Smart,
n3obpaxeHusata u uHdopmaunsTa B ToBa
PBKOBOACTBO MOXe fa He CbBMagaT TOYHO C
BEpPCUSATA, KOSITO CTE MHCTaNUpanu.
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Sicherheitshinweise

Das Gerat darf nur an eine Stromquelle
angeschlossen werden, die den Herstellerangaben
entspricht.

Verwenden Sie keine improvisierten oder instabilen
Netzteile.

Installation und elektrische Anschliisse diirfen nur
von qualifiziertem Personal durchgefiihrt werden.

Installieren Sie das Gerat nicht ohne zusatzlichen
Schutz an Orten mitintensiver Sonneneinstrahlung.
Beriihren Sie die Anschlussklemmen nicht, wenn
das Gerat eingeschaltet ist.

Vermeiden Sie die Verwendung der Tastatur mit
nassen Handen, um Kurzschliisse oder Defekte zu
vermeiden.

Versuchen Sie nicht, das Gerat unbefugt zu zerlegen
oder zu reparieren.

Andern Sie das Standardpasswort sofort nach der
Installation.

Aktualisieren Sie Passworter regelmaRig, um das
Risiko eines unbefugten Zugriffs zu verringern.
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Verwenden Sie eindeutige und schwer zu erratende
Codes.

Reinigen Sie die Oberflache mit einem weichen,
trockenen oder leicht feuchten Tuch. Verwenden
Sie keine Losungsmittel oder dtzenden Substanzen.

Uberpriifen Sie regelmaRig die Befestigung der
Tastatur und die Unversehrtheit der Kabel.
Trennen Sie bei Defekten die Stromversorgung und
wenden Sie sich an ein autorisiertes Servicecenter.
Vermeiden Sie die Montage in der Nahe von starken
Warmequellen, elektromagnetischen Feldern oder
an Orten mit GbermaRigen Vibrationen.

Technische Daten

Betriebsspannung DC12V+10%
Stromstarke (mA) <100 mA
Benutzerkapazitat 10.000 Benutzer
Kartentyp EM, MF, NFC
Kartenlesereichweite 1-10cm

33



Schutzart IP65
Standard-Entsperrzeit 5 Sekunden
Standard- 123456
Programmierpasswort

Standard-PIN keine
Benutzer-PIN 4-stellig

Standard-Entsperrmodus

Karte oder PIN

Abmessungen 70x110x20 mm

Betriebstemperatur -26-80°C
LED-Anzeigen

Rote LED blinkt Standby

langsam alle 2
Sekunden

Griine LED blinkt
schnell alle 0,5
Sekunden

Warten aufden
nachsten Vorgang
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blinken abwechselnd

Rote LED leuchtet Entsperren
dauerhaft
Rote und griine LED Zuriick zum Standard-

Programmierpasswort

Tonanzeige

1 kurzer Piepton

Guiltiger Befehl

3 kurze Pieptone

Ungiiltiger Befehl

1 langer Piepton

Programmiermodus

3lange Pieptone

Zuriick zum Standard-
Programmierpasswort

Tastaturprogrammierung

Programmierpasswort festlegen

# Altes Passwort # 0 Neues Passwort # Neues

Passwort #

Beilhrem ersten Zugriff geben Sie anstelle des alten
Passworts das Werkspasswort 123456 ein.

Falls Sie das alte Passwort vergessen haben, setzen
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Sie es zurlick, um zum Werkspasswort (123456)
zuriickzukehren. Details finden Sie im Kapitel
~Werkspasswort zuriicksetzen®.

Benutzerkartenregistrierung

# Programmierpasswort # 1 Karte/n lesen #
Eskonnen mehrere Karten registriert werden. Lesen
Sie diese nacheinander aus.

Gemeinsame PIN festlegen

# Programmierpasswort # 21 Neue gemeinsame
PIN #

Eskann nureine gemeinsame PIN festgelegt werden.
Zum Entsperren geben Sie die gemeinsame PIN ein
und driicken Sie die #-Taste.

Benutzer loschen

# Programmierpasswort #40 0000 #

Alle Karten und Benutzer-PINs werden geloscht,
mit Ausnahme der gemeinsamen PIN.

Benutzerkarte loschen

# Programmierpasswort # 41 Karte/n lesen #
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Mehrere Karten konnen gleichzeitig geldscht
werden. Lesen Sie die Karten nacheinander aus.

Karte mit Benutzer-ID registrieren

# Programmierpasswort # 22 Benutzer-ID, Karte
lesen #

Registrieren Sie eine Karte durch Eingabe der
Benutzer-ID. Die Benutzer-ID muss 4 Zeichen lang
seinund kann nicht wiederverwendet werden. Wenn
Sie eine bereits vorhandene ID eingegeben haben,
horen Sie drei kurze Pieptone. Weitere Informationen
finden Sie im Kapitel ,Benutzer-1D*.

PIN mit Benutzer-ID registrieren

#Programmierpasswort # 23 Benutzer-ID, neue PIN
#

Registrieren Sie eine PIN durch Eingabe der
Benutzer-ID. Die Benutzer-ID muss 4 Zeichen lang
sein und kann nicht wiederverwendet werden. Wenn
Sie eine bereits vorhandene ID eingegeben haben,
horen Sie drei kurze Pieptone. Weitere Informationen
finden Sie im Kapitel ,Benutzer-1D*.
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Benutzer-ID loschen

# Programmierpasswort # 42 Benutzer-1D #

Kartennummer l6schen

# Programmierpasswort # 43 Kartennummer #

Die Kartennummer besteht aus 10 oder 8 Zeichen
und wird vom Gerat bei der Registrierung der Karte
automatisch erkannt.

Entsperrdauer konfigurieren

# Programmierpasswort # 5 XX #

XX kann zwischen 00 und 99 liegen. 00 bedeutet
eine Entsperrdauer von 0,2 Sekunden.

Entsperrmodus konfigurieren

# Programmierpasswort # 6 XX #

XXkann 01 (Entsperren nur mit Karte), 02 (Entsperren
mit Karte oder PIN) oder 03 (Entsperren mit Karte
und PIN) sein. 02 ist der Standardmodus.

Externer Kartenlesermodus

# Programmierpasswort #6 04 #
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Diese Tastatur kann an einen externen Kartenleser
angeschlossen werden.

Hintergrundbeleuchtungseinstellungen

# Programmierpasswort # 8 XX #

XX kann 01 (Tastenbeleuchtung immer an), 02
(Tastenbeleuchtung immer aus) oder 03
(Automatikmodus, Tasten leuchten nur bei
Beriihrung) sein. 03 ist der Standardmodus.

Werksreset

# Programmierpasswort # 8 99 #

Alle Datensatze werden geldscht, mit Ausnahme
des Programmierpassworts und der
Administratorkarte.

Zuriicksetzen auf das Werkspasswort

Schritt 1: Schalten Sie die Stromversorgung aus und
verbinden Sie die Anschliisse OPEN und GND.
Schalten Sie die Stromversorgung wieder ein. Sie
horen drei lange Pieptone. Die rote und die griine
LED blinken abwechselnd.
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Schritt 2: Schalten Sie die Stromversorgung aus und
trennen Sie die Anschliisse OPEN und GND. Schalten
Sie die Stromversorgung wieder ein. Das
Werkspasswort (123456) wurde reaktiviert.

Registrierung der Administratorkarte

Lesen Sie nacheinander zwei neue Karten ein. Der
Summer ertont kurz. Die erste gelesene Karte ist
die Administratorkarte zum Hinzufiigen von
Benutzern. Die zweite Karte ist die
Administratorkarte zum Loschen von Benutzern.
Wenn Sie keinen Administrator benotigen, konnen
Sie diesen Schritt Giberspringen.

Benutzer-ID
Die Benutzer-1D muss vierstellig zwischen 0000 und

9999 sein.

Den mit Befehl 1 registrierten Karten ist/sind keine
Benutzer-ID zugewiesen.

Fiihren Sie Befehl 40 aus, um alle Benutzer-IDs zu
l6schen.
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Benutzer-PIN dndern

Scannen Sie die Karte oder geben Sie die PIN ein,
um die Tir zu 6ffnen. Halten Sie innerhalb von 5
Sekunden die #-Taste 3 Sekunden lang gedriickt,
bis die griine LED schnell blinkt. Geben Sie
anschlieRend die neue PIN # ein. Die PIN wurde
geandert. Zur Bestatigung ertont ein langer Piepton.

Entsperren mit Karte und PIN

Der Standard-Entsperrmodus ist Karte oder PIN.
Fiihren Sie den Befehl # Programmierpasswort # 6

03 #aus, um den Entsperrmodus mit Karte und PIN
zu aktivieren.

Zum Entsperren lesen Sie die Karte ein. Die griine
LED blinkt schnell. Geben Sie sofort die PIN ein und
driicken Sie die #-Taste. Die griine LED leuchtet
dauerhaft. Die Tir wird entriegelt.

Tiir in den Offnungsmodus versetzen

Nachdem Sie die Tiir mit Karte oder PIN entriegelt
haben, driicken Sie die Tasten 7 und 9, um die Tir
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geoffnet zu halten. Die griine LED leuchtet dauerhaft.
Um inden Normalmodus zurlickzukehren, miissen
Sie eine einzige Offnungsaktion ausfiihren: Entweder
verwenden Sie die Karte, geben Sie das Passwort
ein oder dricken Sie die Zugangstaste (falls
angeschlossen).

Nach dieser Aktion kehrt die Zutrittskontrolltastatur
in den Standardbetriebsmodus zurtick.

Vereinfachte EU-Konformitdtserkldrung

ONLINESHOP SRL erklart, dass die PNI DK150T
Zugangskontrolltastatur der RED 2014/53/EU. Der
vollsténdige Text der EU-Konformitatserklarungist
unter folgender Internetadresse verfiigbar:
https://www.mypni.eu/products/10940/download/
certifications
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Fernsteuerung (iber die Tuya Smart App

Installieren Sie die Tuya
Smart App auf lhrem
Smartphone.

Aktivieren Sie Standort und Bluetooth.
Offnen Sie die App und melden Sie sich an.
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Tippen Sie auf ,+ Gerat hinzufiigen, um die
Zutrittskontrolltastatur zur App hinzuzufiigen.

Geben Sie den Befehl ,Programmierpasswort
#086#“ auf der Tastatur ein,um den Kopplungsmodus
zu aktivieren. Die Hintergrundbeleuchtung der
Tasten beginnt zu blinken.

Die App erkennt die Tastatur kurz. Tippen Sie auf
das Tastatursymbol und folgen Sie den Anweisungen
aufdem Bildschirm. Benennen Sie die Tastatur bei
Bedarf um und tippen Sie auf ,Fertig“, um den
Vorgang zum Hinzufligen der Tastatur in der App
abzuschlieRen.

In der App kdnnen Sie die Tiir ver- und entriegeln,
Benutzer verwalten, tempordre Zugangscodes
generieren und verschiedene weitere Einstellungen
vornehmen.

Hinweis: Sie kdnnen die Tastatur auch manuell zur
App hinzufiigen, indem Sie auf die Kategorie
sKamera & Schloss - Schloss (WLAN)“ zugreifen.
Folgen Sie den Anweisungen auf dem Bildschirm,
bis der Vorgang abgeschlossen ist.

Hinweis: Aufgrund haufiger Updates der Tuya Smart
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Advertencias de seguridad

Eldispositivo solo debe conectarse a una fuente de
alimentacion que cumpla con las especificaciones
delfabricante.

No utilice fuentes de alimentacién improvisadas o
inestables.
Lainstalaciony las conexiones eléctricas deben ser
realizadas (inicamente por personal cualificado.
No instale el dispositivo en zonas expuestas a
radiacién solar intensa sin proteccién adicional.
No toque los terminales de conexién cuando el
equipo esté encendido.
Evite utilizar el teclado con las manos mojadas para
evitar cortocircuitos o defectos.
No intente desmontar ni reparar el equipo sin
autorizacion.
Cambie la contrasefia predeterminada
inmediatamente después de la instalacion.
Actualice las contrasefias periédicamente para
reducir el riesgo de acceso no autorizado. Utilice
cédigos Unicos y dificiles de adivinar.
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Limpie la superficie con un pafio suave, seco o
ligeramente himedo. No utilice disolventes ni
sustancias corrosivas.

Compruebe periédicamente la fijacién del teclado
y laintegridad de los cables.

Si se producen defectos, desconecte la fuente de
alimentaciény péngase en contacto con un centro
de servicio técnico autorizado.

Evite el montaje cerca de fuentes de calor intensas,
campos electromagnéticos o en lugares con
vibraciones excesivas.

Especificaciones técnicas

Voltaje de funcionamiento | CC12V 10 %

Corriente (mA) <100 mA
Capacidad de usuarios 10 000 usuarios
Tipo de tarjeta EM, MF, NFC

Distancia de lecturadela 1-10cm
tarjeta

Grado de proteccién IP65
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Tiempo de desbloqueo 5segundos
predeterminado

Contrasefia de 123456
programacion

predeterminada

PIN predeterminado Ninguno
PIN de usuario 4 digitos

Modo de desbloqueo
predeterminado

Tarjetao PIN

Dimensiones

70x110x20 mm

Temperatura de
funcionamiento

-26~80°C

Indicadores LED

ELLED rojo parpadea
lentamente cada 2
segundos

En espera
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EILED verde parpadea
rapidamente cada 0,5
segundos.

Esperando la siguiente
operacion

ELLED rojo esta
encendido todo el
tiempo.

Desbloquear

Los LED rojo y verde
parpadean
alternativamente

Volver a la contraseia
de programacién
predeterminada

Indicador de sonido

1 pitido corto

Comando valido

3 pitidos cortos

Comando invalido

1 pitido largo

Modo de programacién

3 pitidos largos

Regresar a la contrasefia de
programacion predeterminada

Programacion del teclado

Establecer contrasefia de programacion
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# contrasefia anterior # 0 nueva contrasefia # nueva
contrasefa #

Si es su primer acceso, en lugar de la contrasefia
anterior, introduzca la contrasefa de fabrica 123456.

Sihaolvidado la contrasefia anterior, restablézcala
para volver a la contrasefia de programacién de
fabrica (123456). Encontrara mas detalles en el
capitulo “Recuperar la contrasefia de programacién
de fabrica”.

Registro de tarjeta de usuario

# contrasefia de programacion # 1 leer tarjeta(s) #

Se pueden registrar varias tarjetas; léalas una tras
otra.

Establecer PIN comun
# contrasefia de programacion # 21 Nuevo PIN
comun #

Solo se puede establecer un PIN comun. Para
desbloquear, introduzca el PIN comdn y pulse la
tecla #.
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Eliminar usuarios

# contrasefia de programacion # 40 0000 #

Se eliminardn todas las tarjetas y todos los PIN de
usuario, excepto el PIN comn.

Eliminar tarjeta de usuario
# contrasefia de programacion # 41 leer tarjeta(s)
#

Se pueden eliminar varias tarjetas a la vez; |éalas
una tras otra.

Registrar tarjeta por ID de usuario
# Contrasefa de programacién # 22 ID de usuario,
leer tarjeta #

Registre unatarjetaingresando el ID de usuario. El
ID de usuario debe contener 4 caracteres y no se
puede reutilizar. Siya haingresado un ID, escuchara
3 pitidos cortos. Para mas detalles, consulte el
capitulo “ID de usuario”.

Registrar PIN por ID de usuario

# Contrasefa de programacién # 23 ID de usuario,
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nuevo PIN #

Registre un PIN ingresando el ID de usuario. ELID
de usuario debe contener 4 caracteresy no se puede
reutilizar. Si ya ha ingresado un ID, escuchard 3
pitidos cortos. Para mas detalles, consulte el
capitulo “ID de usuario”.

Eliminar ID de usuario

# Contrasefia de programacién # 42 ID de usuario
#

Eliminar nimero de tarjeta
# Contrasefia de programacién # 43 Nimero de
tarjeta #

El nimero de tarjeta tiene 10 u 8 caracteres que el
dispositivo identifica automaticamente al registrar
la tarjeta.

Configurar la duracién del desbloqueo

# Contrasefa de programacion # 5 XX #

XX puede serentre 00y 99. 00 significa una duracién
de desbloqueo de 0,2 segundos.
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Configurar el modo de desbloqueo

# Contrasena de programacion # 6 XX #

XX puede ser 01 (desbloqueo solo con tarjeta), 02
(desbloqueo con tarjeta o PIN), 03 (desbloqueo con
tarjetay PIN). 02 es el modo predeterminado.

Modo de lector de tarjetas externo

# Contrasefia de programacion # 6 04 #

Este teclado se puede conectar a un lector de
tarjetas externo.

Configuracién de la retroiluminacion

# Contrasefa de programacion # 8 XX #

XX puede ser 01 (luz de teclas siempre encendida),
02 (luz de teclas siempre apagada), 03 (modo
automatico, las teclas seiluminan solo al tocarlas).
03 es el modo predeterminado.

Restablecer valores de fabrica

# Contrasefia de programacion # 8 99 #

Se eliminardn todos los registros, excepto la

contrasefia de programacién y la tarjeta de
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administrador.

Restablecer la contrasefia de programacion de
fabrica

Paso 1: Apague el equipo y conecte los terminales
OPEN y GND. Vuelva a encenderlo. Escuchara 3
pitidos largos. Los LED rojo y verde parpadean
alternativamente.

Paso 2: Apague el equipoy desconecte los terminales
OPEN y GND. Vuelva a encenderlo. La contrasefia
de fabrica (123456) se ha reactivado.

Registro de la tarjeta de administrador

Leadostarjetas nuevas, unatras otra. El zumbador
emitird un breve sonido. La primera tarjeta leida
sera la del administrador para afiadir usuarios. La
segunda serd la del administrador para eliminar
usuarios. Si no necesita un administrador, puede
omitir este paso.

ID de usuario

ELID de usuario debe contener 4 digitos entre 0000
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y 9999.

Las tarjetas registradas con elcomando 1 no tienen
asignado un ID de usuario.

Ejecute el comando 40 para eliminar todos los ID
de usuario.

Cambiar el PIN de usuario

Escanee la tarjeta o introduzca el PIN para
desbloqueary, en 5 segundos, mantenga pulsada
latecla#durante 3 segundos hasta que el LED verde
parpadee rapidamente. A continuacién, introduzca
el nuevo PIN #. El PIN se ha cambiado. Escuchard
un pitido largo de confirmacion.

Desbloqueo con tarjeta y PIN

El modo de desbloqueo predeterminado es con
tarjeta o PIN.

Ejecute el comando # contrasefia de programacién
# 6 03 # para activar el modo de desbloqueo con
tarjetay PIN.

Para desbloquear, lea la tarjeta; el LED verde
parpadeard rapidamente; introduzca

55



inmediatamente el PIN seguido de la tecla #. ELLED
verde permanecera encendido. La puerta se
desbloqueara.

Activar la puerta en modo abierto

Tras desbloquear la puerta con tarjeta o PIN, pulse
las teclas 7 9 para mantener la puerta abierta. El
LED verde permanecerd encendido.

Paravolver al modo normal, solo tiene que abrir la
puerta con la tarjeta, introducir la contrasefia o
pulsar el botén de acceso (si esta conectado).
Tras esta accidn, el teclado de control de acceso
vuelve al modo de funcionamiento estandar.

Declaracién de Conformidad UE Simplificada

ONLINESHOP SRL declara que el teclado de control
de acceso PNIDK150T cumple con la Directiva RED
2014/53/EU. El texto completo de la Declaracion de
Conformidad UE estd disponible en la siguiente
direccion de internet:
https://www.mypni.eu/products/10940/download/
certifications
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Toca +Afadir dispositivo para afiadir el teclado de
control de acceso ala app.

Introduce el comando # contrasefia de programacion
# 086 # en el teclado para acceder al modo de
emparejamiento. La retroiluminacién de las teclas
empezara a parpadear.

La appidentificara elteclado en breve. Toca elicono
del teclado y sigue las instrucciones en pantalla.
Cambia elnombre delteclado sies necesarioy pulsa
“Listo” para completar el proceso de adicién en la
app.

Desde la app, puedes bloquear y desbloquear la
puerta, gestionar usuarios, generar coédigos de
acceso temporalesy realizar otras configuraciones.

Nota: También puedes afiadir el teclado a la app
manualmente accediendo a la categoria Cdmaray
Bloqueo - Bloqueo (Wi-Fi). Sigue las instrucciones
en pantalla hasta completar el proceso. Nota:
Debido a las frecuentes actualizaciones de la app
Tuya Smart, es posible que las imagenes y la
informacién de este manual no coincidan
exactamente con la version instalada.
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Avertissements de sécurité

Lappareil doit étre connecté uniquement a une
source d’alimentation conforme aux spécifications
du fabricant.

N’utilisez pas d’alimentations improvisées ou
instables.

Linstallation et les branchements électriques
doivent étre effectués uniquement par du personnel
qualifié.

N’installez pas 'appareil dans des zones exposées
a un rayonnement solaire intense sans protection
supplémentaire.

Ne touchez pas les bornes de connexion lorsque
lappareil est sous tension.

Evitez d’utiliser le clavier avec les mains mouillées
afin d’éviter tout court-circuit ou dysfonctionnement.
N’essayez pas de démonter ou de réparer 'appareil
sans autorisation.

Modifiez le mot de passe par défautimmédiatement
apres linstallation.

Mettez a jour les mots de passe régulierement pour
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réduire le risque d’accés non autorisé. Utilisez des
codes uniques et difficiles a deviner.

Nettoyez la surface avec un chiffon doux, sec ou
légérement humide. N'utilisez pas de solvants ni
de substances corrosives.

Vérifiez régulierement la fixation du clavier et
Uintégrité des cables.

En cas de défaut, débranchez 'alimentation et
contactez un centre de service agréé.

Evitez I'installation a proximité de sources de chaleur
intense, de champs électromagnétiques ou dans
des endroits soumis a des vibrations excessives.

Spécifications techniques

Tension de fonctionnement | 12V CC+10 %
Courant (mA) <100 mA
Capacité utilisateur 10000
utilisateurs
Type de carte EM, MF, NFC
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Distance de lecture de la
carte

1al0cm

Indice de protection IP65
Temps de déverrouillage 5secondes
par défaut

Mot de passe de 123456
programmation par défaut

Code PIN par défaut Aucun
Code PIN utilisateur 4 chiffres

Mode de déverrouillage par
défaut

Carte ou code PIN

Dimensions

70x110x20 mm

Température de
fonctionnement

-26~80°C

indicateurs LED

lentement toutes les 2
secondes.

La LED rouge clignote | Veille
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La LED verte clignote
rapidement toutes les
0,5 seconde.

En attentedela
prochaine opération

La LED rouge est
allumée en
permanence.

Déverrouillage

Les LED rouge et verte
clignotent
alternativement.

Retour au mot de
passe de
programmation par
défaut

Indicateur sonore
1 bip court Commande valide
3 bips courts Commande invalide
1biplong Mode de programmation
3 bipslongs Retour au mot de passe de
programmation par défaut
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Programmation du clavier

Définir le mot de passe de programmation
#ancien mot de passe #0 nouveau mot de passe #
nouveau mot de passe #

Si c’est votre premier acces, saisissez le mot de
passe d’usine 123456 a la place de 'ancien mot de
passe.

Si vous avez oublié ’lancien mot de passe,
réinitialisez-le pour revenir au mot de passe de
programmation d’usine (123456). Plus de détails
dans le chapitre « Rétablir le mot de passe de
programmation d’usine ».

Enregistrement de la carte utilisateur

#motde passe de programmation # 1 lecture carte(s)
#

Plusieurs cartes peuvent étre enregistrées, lisez-les
lune aprés l'autre.

Définir un code PIN commun

# mot de passe de programmation # 21 Nouveau
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code PIN commun #

Un seul code PIN commun peut étre défini. Pour
déverrouiller, saisissez le code PIN commun et
appuyez sur la touche #.

Supprimer des utilisateurs

# mot de passe de programmation # 40 0000 #

Toutes les cartes et tous les codes PIN utilisateurs
seront supprimés, a I’exception du code PIN
commun.

Supprimer une carte utilisateur

# mot de passe de programmation # 41 lecture
carte(s) #

Plusieurs cartes peuvent étre supprimées
simultanément, lisez-les 'une apres 'autre.
Enregistrer une carte par identifiant

# Mot de passe de programmation # 22 Identifiant
utilisateur, lecture de la carte #

Enregistrez une carte en saisissant l'identifiant
utilisateur. Lidentifiant utilisateur doit contenir 4
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caractéres et ne peut pas étre réutilisé. Si vous avez
saisi un identifiant existant, vous entendrez 3 bips
courts. Pour plus d’informations, consultez le
chapitre « Identifiant utilisateur ».

Enregistrer le code PIN par identifiant
utilisateur

# Mot de passe de programmation # 23 Identifiant
utilisateur, nouveau code PIN #

Enregistrez un code PIN en saisissant l'identifiant
utilisateur. Lidentifiant utilisateur doit contenir 4
caractéres et ne peut pas étre réutilisé. Si vous avez
saisi un identifiant existant, vous entendrez 3 bips
courts. Pour plus d’informations, consultez le
chapitre « Identifiant utilisateur ».

Supprimer Uidentifiant utilisateur

# Mot de passe de programmation # 42 Identifiant
utilisateur #

Supprimer le numéro de carte

# Mot de passe de programmation # 43 Numéro de
carte #
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Le numéro de carte comporte 10 ou 8 caractéres
que lappareil identifie automatiquement lors de
lenregistrement de la carte.

Configurer la durée de déverrouillage

# Mot de passe de programmation # 5 XX #

XX peut étre compris entre 00 et 99. 00 signifie une
durée de déverrouillage de 0,2 seconde.

Configurer le mode de déverrouillage

# Mot de passe de programmation # 6 XX #

XX peut étre 01 (déverrouillage par carte
uniquement), 02 (déverrouillage par carte ou code
PIN), 03 (déverrouillage par carte et code PIN). 02
est le mode par défaut.

Mode lecteur de carte externe

# Mot de passe de programmation # 6 04 #

Ce clavier peut étre connecté a un lecteur de carte
externe.

Paramétres du rétroéclairage

# Mot de passe de programmation # 8 XX #
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XX peut étre 01 (touches toujours allumées), 02
(touches toujours éteintes), 03 (mode automatique,
les touches ne s’allument qu’au toucher). 03 est le
mode par défaut.

Réinitialisation d’usine
# Mot de passe de programmation # 8 99 #

Tous les enregistrements seront supprimés, a
'exception du mot de passe de programmation et
de la carte administrateur.

Rétablir le mot de passe d’usine

Etape 1: Coupez l’alimentation et connectez les
bornes OPEN et GND. Remettez l’alimentation sous
tension. Vous entendrez trois bips longs. Les voyants
rouge et vert clignotent alternativement.

Etape 2 : Coupez l'alimentation et déconnectez les
bornes OPEN et GND. Remettez l'alimentation sous
tension. Le mot de passe d’usine (123456) a été
réactivé.
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Enregistrement de la carte administrateur

Lisez deux nouvelles cartes 'une apres l'autre. Le
buzzer émet un bref signal sonore. La premiére
carte lue est la carte administrateur pour l’ajout
d’utilisateurs. La seconde est la carte administrateur
pour la suppression d’utilisateurs. Si vous n’avez
pas besoin d’administrateur, vous pouvez ignorer
cette étape.

Identifiant utilisateur

L’identifiant utilisateur doit contenir 4 chiffres
compris entre 0000 et 9999.

Aucun identifiant utilisateur n’est attribué a la ou
aux cartes enregistrées par lacommande 1.

Exécutezlacommande 40 pour supprimer tous les
identifiants utilisateurs.

Modifier le code PIN utilisateur

Scannez la carte ou saisissez le code PIN pour
déverrouiller et, dans les 5 secondes qui suivent,
appuyez sur # pendant 3 secondes jusqu’a ce que
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le voyant vert clignote rapidement. Saisissez ensuite
le nouveau code PIN. Le code PIN a été modifié. Un
long bip de confirmation retentira.

Déverrouillage par carte et code PIN

Le mode de déverrouillage par défaut est la carte
ou le code PIN.

Exécutez la commande # programmation mot de
passe#6 03 # pouractiver le mode de déverrouillage
par carte et code PIN.

Pour déverrouiller, lisez la carte : le voyant vert
clignote rapidement. Saisissez immédiatement le
code PIN suivi de la touche #. Le voyant vert reste
allumé. La porte se déverrouille.

Mettez la porte en mode ouvert

Apres avoir déverrouillé la porte par carte ou code
PIN, appuyez sur les touches 7 et 9 pour la maintenir
ouverte. Le voyant vert reste allumé.

Pour revenir au mode normal, une seule action suffit
: utiliser la carte, saisir le mot de passe ou appuyer
sur le bouton d’acceés (si connecté).
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Apres cette action, le clavier de contréle d’accés
revient en mode de fonctionnement standard.

Déclaration de conformité UE simplifiée

ONLINESHOP SRL déclare que le clavier de contréle
d’accés PNIDK150T est conforme a ladirective RED
2014/53/EU. Le texte intégral de la déclaration de
conformité UE est disponible a l’adresse internet
suivante:

https://www.mypni.eu/products/10940/download/
certifications
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Contréle a distance via Papplication Tuya
Smart

Installez 'application
Tuya Smart sur votre
téléphone portable.

Activez la localisation et le Bluetooth.
Ouvrez l’application et connectez-vous.

Appuyez sur + Ajouter un appareil pour ajouter le
clavier de controle d’acces a l'application.

Saisissez la commande # programmation mot de
passe # 086 # sur le clavier pour accéder au mode
appairage. Le rétroéclairage des touches clignotera.

L'application identifiera rapidement le clavier.
Appuyez sur 'icéne du clavier et suivez les étapes
a écran. Renommez le clavier si nécessaire, puis
appuyez sur « Terminé » pour terminer la procédure
d’ajout.

Depuis l'application, vous pouvez verrouiller et
déverrouiller la porte, gérer les utilisateurs, générer
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des codes d’accés temporaires et effectuer divers
autres réglages.

Remarque: vous pouvez également ajouter le clavier
manuellement a 'application en accédant a la
catégorie Caméra et verrouillage - Verrouillage (Wi-
Fi). Suivez les étapes a l’écran jusqu’a la fin de la
procédure.

Remarque : Remarque : en raison des mises a jour
fréquentes de 'application Tuya Smart, lesimages
et les informations contenues dans ce manuel
peuvent ne pas correspondre exactement a la
version que vous avez installée.
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Biztonsdgi figyelmeztetések

A késziiléket csak a gyarto elSirdsainak megfeleld
aramforrdshoz szabad csatlakoztatni.

Ne haszndljon rogtdénzott vagy instabil
tapegységeket.

Atelepitést és az elektromos csatlakoztatast csak
szakképzett személyzet végezheti.

Ne telepitse a készlléket intenziv napsugarzdsnak
kitett helyekre tovabbi védelem nélkdil.

Ne érintse meg a csatlakozékat, amikor a késziilék
be van kapcsolva.

Keriilje a billentylzet nedves kézzel torténd
hasznélatat a rovidzarlatok és meghibasodéasok
elkeriilése érdekében.

Ne prébdlja meg szétszerelni vagy javitani a
késziiléket engedély nélkiil.

A telepités utdn azonnal valtoztassa meg az
alapértelmezett jelszot.

Ajelszavakat rendszeresen frissitse a jogosulatlan
hozzaférés kockazatanak csokkentése érdekében.
Hasznaljon egyedi és nehezen kitalalhaté kddokat.
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Tisztitsa mega feliiletet puha, széraz vagy enyhén
nedves ruhdval. Ne haszndljon old6szereket vagy
maro hatdsl anyagokat.

Rendszeresen ellendrizze a billenty(izet rogzitését
és a kdbelek épségét.

Ha meghibasodas torténik, hlizza ki a tapegységet,
és forduljon hivatalos szervizk6zponthoz.

Keriilje az er6s héforrasok, elektromagneses mez6k
kozelében vagy tulzott rezgésnek kitett helyeken
valé felszerelést.

Miiszaki adatok
Uzemifesziiltség DC 12V+10%
Aram (mA) <100mA
Felhasznaldi kapacitas 10000 felhasznalé
Kartya tipusa EM, MF, NFC
Kartyaolvasasi tavolsag 1-10cm
Védelmi fokozat IP65
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Alapértelmezett feloldasi
id6

5 masodperc

Alapértelmezett 123456
programozasi jelszé

Alapértelmezett PIN-kéd nincs
Felhasznaloi PIN-kéd 4 szamjegy

Alapértelmezett feloldasi
méd

Kartya vagy PIN
kéd

Méretek

70x110x20 mm

Uzemi hémérséklet

-26~80°C

LED-jelz6k

A piros LED lassan villog 2
masodpercenként
egyszer.

Készenléti allapot

A z6ld LED gyorsan villog
0,5 masodpercenként
egyszer.

Varakozas a
kovetkezé
muveletre
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A piros LED folyamatosan
vilagit.

Feloldas

A piros ésazold LED
felvaltva villog

Visszaallitas az
alapértelmezett

programozasi
jelsz6hoz
Hangjelzo
1révid sipolas Ervényes parancs
3rovid sipolas Ervénytelen parancs

1 hosszU sipolds | Programozasi méd

3 hosszl sipolds | Vissza az alapértelmezett
programozasi jelszéhoz

Billentyiizet programozds

Programozadsi jelszé bedllitasa

#régijelsz6 #0 (] jelszd # ] jelszo #

Haezazels6 hozzaférése, a régijelszé helyett adja

meg a gyari jelsz6t: 123456.
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Ha elfelejtette a régi jelszdt, allitsa vissza a gyari
programozasi jelsz6hoz (123456) vald visszatéréshez.
Részletek a ,Visszaallitas a gyari programozasi
jelsz6hoz” cim(i fejezetben.

Felhasznadléi kdartya regisztrdcidja

# programozasi jelsz6 # 1 kartya/k olvasasa #

Tobb kartya is regisztralhatd, olvassa be 6ket
egymas utén.

Kozds PIN-kod bedllitdsa
# programozasi jelsz6 # 21 Uj kézos PIN-kéd #

Csak egy koz0s PIN-kéd allithaté be. A feloldédshoz
irja be akozos PIN-kddot, és nyomja mega # gombot.

Felhasznalok torlése

# programozasi jelsz6 # 40 0000 #

Minden kartya és minden felhasznaléi PIN-kéd
torlédik, kivéve a kozos PIN-kddot.

Felhasznaléi kartya torlése

# Programozasi jelsz6 # 41 kartya/k olvasasa #
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Tobb kértya is torolhetd egyszerre, olvassa be a
kartyakat egymas utén.

Kartya regisztralasa felhasznaléi azonosité
alapjén

#Programozasijelsz6 # 22 Felhasznaldi azonositd,
kartya olvasésa #

Regisztraljon egy kartyat a felhasznaldi azonosité
megaddsaval. A felhaszndléi azonositénak 4
karakterbél kell allnia, és nem hasznalhat6 fel Gjra.
Ha mar létez6 azonositét adott meg, 3 révid sipold
hangot fog hallani. Tovabbi részleteket a
»Felhasznaldi azonositd” fejezetben talal.

PIN-kéd regisztraldsa felhasznaléi azonosité
alapjén

# Programozasi jelszé # 23 Felhasznal6i azonosito,
{j PIN-kod #

Regisztraljon egy PIN-kédot a felhasznaldi azonositd
megaddasaval. A felhaszndléi azonositénak 4
karakterbélkell allnia, és nem hasznélhaté fel Gjra.
Ha mar létez6 azonositét adott meg, 3 rovid sipold
hangot fog hallani. Tovabbi részleteket a

80



£

sFelhasznaldi azonositd” fejezetben talal.

Felhasznaléi azonosito torlése

# Programozasi jelsz6 # 42 Felhasznaldi azonositd
#

Kdrtyaszam torlése

# Programozasi jelszo # 43 Kartyaszdm #

A kértyaszam 10 vagy 8 karakterbdl all, amelyet a
késziilék automatikusan azonosit a kartya
regisztralasakor.

Feloldas idétartamanak konfiguraldsa

# Programozasi jelsz6 # 5 XX #

Az XX 00 és 99 kozott lehet. A 00 0,2 masodperces
feloldasi id6tartamot jelent.

Felolddsi méd konfigurdlasa

# Programozasi jelsz6 # 6 XX #

AzXXlehet 01 (csak kartyaval feloldas), 02 (kartyaval
vagy PIN-kéddal feloldas), 03 (kartyaval és PIN-
kéddal feloldas). A 02 az alapértelmezett méd.
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Kiilsé kartyaolvasé mod

# Programozasi jelsz6 # 6 04 #

Ez a billentylizet kiilsé kartyaolvaséhoz
csatlakoztathaté.

Hattérvilagitds bedllitasai
# Programozasi jelsz6 # 8 XX #

Az XX lehet 01 (billentylk vildgitdsa mindig vilagit),
02 (billenty(k vildgitasa mindig ki van kapcsolva),
03 (automatikus mod, a billentylk csak
megérintéskor vilagitanak). A03 az alapértelmezett
maod.

Gyari bedllitasok visszaallitdsa

# Programozasi jelsz6 # 8 99 #

Minden rekord torlédik, kivéve a programozasi
jelszét és a rendszergazdai kartyat.

Gyari programozasi jelszé visszaallitasa
1.épés: Kapcsolja ki a késziiléket, és csatlakoztassa

az OPEN és a GND csatlakozdkat. Kapcsolja be Ujra
a késziiléket. 3 hosszl sipolast fog hallani. A piros
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és a zold LED felvaltva villog.

2. épés: Kapcsolja ki a késziiléket, ésvalassza le az
OPEN és a GND csatlakozdkat. Kapcsolja be Gjra a
késziiléket. A gyarijelsz6 (123456) Ujraaktivalédott.

Adminisztratori kdrtya regisztrdcioja

Olvasson el két Gj kartyat egymas utan. A hangjelz6
egy rovid hangjelzést ad ki. Az els6ként beolvasott
kartya lesz afelhaszndlék hozzdaddsadhoz sziikséges
rendszergazdai kdrtya. A masodik kartya lesz a
felhaszndalok torléséhez szilkséges rendszergazdai
kartya. Ha nincs szliksége rendszergazdara, ez a
[épés kihagyhaté.

Felhasznaloi azonosito

A felhasznaléi azonositénak 4 szamjegybol kell
allnia 0000 és 9999 kozott.

Az 1. parancs altal regisztralt kartya(k)hoz nincs
felhasznaldi azonositd rendelve.

A40-es parancs végrehajtasaval tordlheti az 6sszes
felhasznaldi azonositot.
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Felhasznaloi PIN-kéd mddositdsa

Olvasd be a kartyat, vagy ird be a PIN-kédot a
feloldadshoz, és 5 masodpercen beliil nyomd meg
éstartsd lenyomva a # gombot 3 masodpercig, amig
azold LED gyorsan villogni nem kezd. Ezutan ird be
az (j PIN-kédot # Gj PIN #. A PIN-kéd megvéltozott.
Hosszu sipold hangot fogsz hallani a megerésitéshez.

Feloldds kartyaval és PIN-kéddal

Az alapértelmezett feloldasi méd a kartya vagy a
PIN-kéd.

A kartydval és PIN-kéddal torténd feloldasi méd
aktivalasdhoz hajtsd végre a # jelsz6 programozas
#6 03 # parancsot.

Afelolddshoz olvasd be a kdrtyat, a zold LED gyorsan
villogni kezd, azonnalird be a PIN-kédot, majd a #
gombot. A zold LED vilagit. Az ajté kinyilik.

Az ajté bedllitdsa nyitott médba

Miutan kdrtydval vagy PIN-kéddal kinyitottad az
ajtét, nyomd meg a 7 9 gombokat, hogy nyitva
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maradjon. A zold LED vilagit.

Anormalmédba vald visszatéréshez egyetlen nyitasi
muiveletet kell végrehajtanod: hasznald a kartyat,
ird be a jelszét, vagy nyomd meg a hozzaférés
gombot (ha csatlakoztatva van).

Ezt a miiveletet koveten a hozzaférés-vezérld
billenty(izet visszatér a normal mlkodési médba.

Egyszertisitett EU megfeleldségi nyilatkozat

Az ONLINESHOP SRL kijelenti, hogy a PNI DK150T
hozzaférés-vezérld billentylizet megfelel a RED
2014/53/EU irdnyelvnek. Az EU megfelel6ségi
nyilatkozat teljes szovege a kbvetkezd internetcimen
érhet6 el:

https://www.mypni.eu/products/10940/download/
certifications

85



Connection diagram
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Tavirdnyitds a Tuya Smart segitségével

Telepitse a Tuya Smart
alkalmazast a
mobiltelefonjara.

Engedélyezze a helymeghatarozast és a Bluetooth-t.
Nyissa meg az alkalmazast, és jelentkezzen be.
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Koppintson az + Eszk6z hozzdaddsa gombra a
hozzaférés-vezérld billentylizet hozzaadasahoz az
alkalmazashoz.

irja be a kdvetkez8 parancsot a billentylizeten: #
programozasi jelsz6 # 086 # a pérositasi médba
lépéshez. Agombok hattérvilagitasa villogni kezd.

Az alkalmazas rovidesen azonositja a billenty(zetet.
Koppintson a billentylizet ikonra, és kdvesse a
képernyén megjelend épéseket. Nevezze at a
billentylizetet, ha sziikséges, és koppintson a ,,Kész”
gombra a billentylizet hozzdadasanak befejezéséhez
az alkalmazasban.

Az alkalmazasbél zarhatja és kinyithatja az ajtot,
kezelheti a felhasznéldkat, ideiglenes hozzéaférési
kédokat generdlhat, és kiilonféle egyéb bedllitdsokat
végezhet.

Megjegyzés: a billentylizetet manudlisan is
hozzdadhatja az alkalmazadshoz a Kamera és zar -
Zar (Wi-Fi) kategéridban. Kovesse a képernydn
megjelend lépéseket, amig a folyamat be nem
fejezodik.

Megjegyzés: A Tuya Smart alkalmazas gyakori
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frissitései miatt a kézikonyvben talalhatd képek és
informacidk nem feltétleniil egyeznek meg pontosan
a telepitett verzidval.
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Avvertenze di sicurezza

Il dispositivo deve essere collegato esclusivamente
aunafonte dialimentazione conforme alle specifiche
del produttore.

Non utilizzare alimentatori improvvisati o instabili.

Linstallazione e i collegamenti elettrici devono
essere eseguiti esclusivamente da personale
qualificato.

Non installareil dispositivo in aree esposte aintensa
radiazione solare senza ulteriore protezione.

Non toccare i terminali di collegamento quando
'apparecchiatura e alimentata.

Evitare di utilizzare la tastiera con le mani bagnate
per evitare cortocircuiti o guasti.

Nontentare dismontare oriparare 'apparecchiatura
senza autorizzazione.

Modificare la password predefinita subito dopo
linstallazione.

Aggiornare periodicamente le password per ridurre
il rischio di accessi non autorizzati. Utilizzare codici
univoci e difficili da indovinare.
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Pulire la superficie con un panno morbido, asciutto
o leggermente umido. Non utilizzare solventi o
sostanze corrosive.

Verificare periodicamente il fissaggio della tastiera
e l'integrita dei cavi.

In caso di guasti, scollegare l’alimentazione e
contattare un centro di assistenza autorizzato.

Evitare il montaggio vicino a forti fonti di calore,
campi elettromagnetici o in luoghi con vibrazioni
eccessive.

Specifiche tecniche

Tensione di esercizio CC12V+10%
Corrente (mA) <100 mA
Capacita utente 10.000 utenti
Tipo ditessera EM, MF, NFC

Distanza di letturatessera |1-10cm

Grado di protezione IP65
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Tempo di sblocco 5secondi
predefinito

Password di 123456
programmazione

predefinita

PIN predefinito nessuno

PIN utente 4 cifre
Modalita di sblocco Scheda o PIN
predefinita

Dimensioni 70x110x20 mm
Temperatura di esercizio -26~80°C
indicatori LED

ILLED rosso lampeggia | Standby
lentamente una volta

ogni 2 secondi

ILLED verde lampeggia | In attesa
velocemente unavolta | dell'operazione
ogni 0,5 secondi successiva
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ILLED rosso e sempre | Sblocca

acceso

| LED rosso e verde

lampeggiano
alternativamente

Ripristina la password
di programmazione
predefinita

Indicatore sonoro

1segnale acustico
breve

Comando valido

3 segnali acustici
brevi

Comando non valido

1segnale acustico
lungo

Modalita di programmazione

3 segnali acustici
lunghi

Ripristina la password di
programmazione
predefinita

Programmazione tastiera

Imposta password di programmazione
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# vecchia password # 0 nuova password # nuova
password #

Se questo eil primo accesso, al posto della vecchia
password, immettere la password di fabbrica
123456.

Sesiédimenticata lavecchia password, reimpostarla
per tornare alla password di programmazione di
fabbrica (123456). Dettagli nel capitolo “Ripristino
della password di programmazione di fabbrica”.

Registrazione tessera utente
# password di programmazione # 1 lettura tessera/e
#

E possibile registrare pili tessere, leggerle una dopo
laltra.

Imposta PIN comune
# password di programmazione # 21 Nuovo PIN
comune #

E possibile impostare un solo PIN comune. Per
sbloccare, immettere il PIN comune e premere il
tasto #.
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Elimina utenti

# password di programmazione # 40 0000 #

Tutte letessere e tuttii PIN utente verranno eliminati,
tranne il PIN comune.

Elimina tessera utente
#password di programmazione #41 lettura tessera/e
#

E possibile eliminare pili tessere nello stesso tempo,
leggerle una dopo l'altra.

Registra la tessera tramite ID utente
# Password di programmazione # 22 ID utente,
lettura tessera #

Registra una tessera inserendo 'ID utente. L'ID
utente deve contenere 4 caratteri e non puo essere
riutilizzato. Se hai inserito un ID gia esistente,
sentirai 3 brevi segnali acustici. Per maggiori
dettagli, consulta il capitolo “ID utente”.

Registra il PIN tramite ID utente

# Password di programmazione # 23 ID utente,
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nuovo PIN #

Registra un PIN inserendo 'ID utente. L'ID utente
deve contenere 4 caratteri e non puo essere
riutilizzato. Se hai inserito un ID gia esistente,
sentirai 3 brevi segnali acustici. Per maggiori
dettagli, consulta il capitolo “ID utente”.

Elimina ID utente

# Password di programmazione # 42 ID utente #

Elimina numero tessera

#Password di programmazione #43 Numero tessera
#

Il numero tessera e composto da 10 o 8 caratteri
che il dispositivo identifica automaticamente al
momento della registrazione della tessera.
Configura la durata dello sblocco

# Password di programmazione # 5 XX #

XX puo essere compreso tra 00 e 99. 00 indica una
durata di sblocco di 0,2 secondi.
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Configura la modalita di sblocco

# Password di programmazione # 6 XX #

XX puo essere 01 (sblocco solo con tessera), 02
(sblocco contessera o PIN), 03 (sblocco con tessera
e PIN). 02 & la modalita predefinita.

Modalita lettore di tessere esterno

# Password di programmazione # 6 04 #

Questatastiera puo essere collegata a un lettore di
tessere esterno.

Impostazioni retroilluminazione

# Password di programmazione # 8 XX #

XX puo essere 01 (luce tasti sempre accesa), 02 (luce
tasti sempre spenta), 03 (modalita automatica, i
tasti si illuminano solo quando vengono toccati).
03 e la modalita predefinita.

Ripristino impostazioni di fabbrica

# Password di programmazione # 8 99 #

Tuttiirecord verranno eliminati, tranne la password

di programmazione e la tessera amministratore.
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Ripristinare la password di programmazione di
fabbrica

Passaggio 1: Spegnere 'alimentazione e collegare
i terminali OPEN e GND. Riaccendere l'alimentazione.
Si sentiranno 3 segnali acustici prolungati. | LED
rosso e verde lampeggiano alternativamente.

Passaggio 2: Spegnere l’'alimentazione e scollegare
i terminali OPEN e GND. Riaccendere l'alimentazione.
La password difabbrica (123456) é stata riattivata.

Registrazione della tessera amministratore

Leggere due nuove tessere una dopo laltra. Il
cicalino emettera un breve suono. La primatessera
letta sara la tesseraamministratore peraggiungere
utenti. La seconda tessera sara la tessera
amministratore per eliminare utenti. Se non e
necessario un amministratore, questo passaggio
puo essere saltato.

ID utente

L’ID utente deve contenere 4 cifre comprese tra 0000
e9999.
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Alla/e tessera/e registrata/e tramite il comando 1
non e assegnato alcun ID utente.

Eseguire il comando 40 per eliminare tutti gli ID
utente.

Modifica PIN utente

Scansiona latesseraoinserisciil PIN per sbloccare
e entro 5 secondi tieni premuto # per 3 secondi
finché il LED verde non lampeggia velocemente.
Quindi, inserisciil nuovo PIN # nuovo PIN #. Il PIN &
stato modificato. Sentirai un lungo segnale acustico
di conferma.

Sblocco tramite tessera e PIN

La modalita di sblocco predefinita e tessera o PIN.

Esegui il comando # programmazione password #
6 03 # per attivare la modalita di sblocco tramite
tessera e PIN.

Per sbloccare, leggi la tessera, il LED verde
lampeggera velocemente, inserisciimmediatamente
il PIN seguito dal tasto #. Il LED verde rimarra acceso.
La porta si sblocchera.
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Imposta la porta in modalita aperta

Dopo aver sbloccato la porta tramite tessera o PIN,
premi i tasti 7 9 per mantenere la porta aperta. Il
LED verde rimarra acceso.

Per tornare alla modalita normale, € necessario
eseguire una singola azione di apertura: utilizzare
latessera, inserire la password o premereil pulsante
di accesso (se collegato).

Dopo questa azione, la tastiera di controllo accessi
torna alla modalita operativa standard.

Dichiarazione di conformita UE semplificata

ONLINESHOP SRL dichiara che la tastieradi controllo
accessi PNI DK150T e conforme alla Direttiva RED
2014/53/EU. Il testo completo della Dichiarazione
di conformita UE e disponibile al seguente indirizzo
internet:

https://www.mypni.eu/products/10940/download/
certifications
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Schema di collegamento
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lInstalla 'app Tuya Smart

sul tuo cellulare.

Abilita la localizzazione e il Bluetooth.

April’app e accedi.
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Tocca + Aggiungi dispositivo per aggiungere la
tastiera di controllo accessi all’app.

Digita il comando # password di programmazione
# 086 # sulla tastiera per accedere alla modalita di
associazione. La retroilluminazione dei tasti iniziera
alampeggiare.

Lapp identifichera brevemente la tastiera. Tocca
'icona della tastiera e segui le istruzioni sullo
schermo. Rinomina la tastiera se necessario e tocca
“Fine” per completare la procedura di aggiunta
della tastiera nell’app.

Dall’app, puoi bloccare e sbloccare la porta, gestire
gli utenti, generare codici di accesso temporaneie
configurare varie altre impostazioni.

Nota: puoi anche aggiungere manualmente la
tastieraall’app accedendo alla categoria Fotocamera
e Blocco - Blocco (Wi-Fi). Segui le istruzioni sullo
schermo fino al completamento della procedura.

Nota: a causa deifrequenti aggiornamenti dell’app
Tuya Smart, leimmagini e le informazioni contenute
in questo manuale potrebbero non corrispondere
esattamente alla versione installata.
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Veiligheidswaarschuwingen

Het apparaat mag alleen worden aangesloten op
een stroombron die voldoet aan de specificaties
van de fabrikant.

Gebruik geen geimproviseerde of onstabiele
voedingen.

De installatie en elektrische aansluitingen mogen
uitsluitend worden uitgevoerd door gekwalificeerd
personeel.

Installeer het apparaat niet zonder extra
bescherming in ruimtes die worden blootgesteld
aan intense zonnestraling.

Raak de aansluitklemmen niet aan wanneer het
apparaat onder spanning staat.

Gebruik het toetsenbord niet met natte handen om
kortsluiting of defecten te voorkomen.

Probeer het apparaat niet zonder toestemming te
demonteren of te repareren.

Wijzig het standaardwachtwoord direct na
installatie.

Werk wachtwoorden regelmatig bij om het risico
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op ongeautoriseerde toegang te verminderen.
Gebruik unieke en moeilijk te raden codes.

Reinig het oppervlak met een zachte, droge of licht
vochtige doek. Gebruik geen oplosmiddelen of
bijtende stoffen.

Controleer regelmatig de bevestiging van het
toetsenbord en de integriteit van de kabels.

Als er defecten optreden, koppel dan de voeding
los en neem contact op met een erkend
servicecentrum.

Vermijd montage in de buurt van sterke
warmtebronnen, elektromagnetische velden of op
plaatsen met overmatige trillingen.

Technische specificaties

Bedrijfsspanning DC 12V +10%
Stroom (mA) <100 mA
Gebruikerscapaciteit 10.000 gebruikers
Kaarttype EM, MF, NFC
Leesafstand kaart 1-10cm
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Beschermingsgraad IP65

Standaard 5seconden
ontgrendelingstijd

Standaard 123456
programmeerwachtwoord

Standaard pincode geen
Gebruikerspincode 4 cijfers
Standaard Kaart of pincode
ontgrendelingsmodus

Afmetingen 70x110x20 mm
Bedrijfstemperatuur -26~80°C

LED-indicatoren

Rode LED knippert Stand-by
langzaam elke 2
seconden

Groene LED knippert | Wachten op de
snelelke 0,5seconde | volgende handeling
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Rode LED brandt Ontgrendelen
constant

Rode en groene LED's | Terugnaar het
knipperen afwisselend | standaard

programmeer
wachtwoord
Geluidsindicator
1 korte piep Geldige opdracht

3 korte piepjes Ongeldige opdracht

1 lange piep Programmeermodus

3 lange piepjes Terug naar het standaard
programmeerwachtwoord

Programmeren van het toetsenbord

Programmeerwachtwoord instellen

# oud wachtwoord # 0 nieuw wachtwoord # nieuw

wachtwoord #

Als dit uw eerste toegangis, voerdanin plaats van
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het oude wachtwoord het fabriekswachtwoord
123456in.

Als u het oude wachtwoord bent vergeten, reset
dan het wachtwoord om terug te keren naar het
fabriekswachtwoord (123456). Details vindt uin het
hoofdstuk “Terug naar fabriekswachtwoord”.

Registratie gebruikerskaart
# programmeerwachtwoord # 1 kaart(en) gelezen
#

Meerdere kaarten kunnen worden geregistreerd,
lees ze één voor één uit.

Gemeenschappelijke pincode instellen

# programmeerwachtwoord # 21 Nieuwe
gemeenschappelijke pincode #

Er kan slechts één gemeenschappelijke pincode
worden ingesteld. Om te ontgrendelen, voertu de
gemeenschappelijke pincode in en drukt u op de
#-toets.
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Gebruikers verwijderen

# programmeerwachtwoord # 40 0000 #

Alle kaarten en alle gebruikerspincodes worden
verwijderd, behalve de gemeenschappelijke
pincode.

Gebruikerskaart verwijderen

#Programmeerwachtwoord # 41 kaart(en) gelezen
#

Meerdere kaarten kunnen tegelijk worden
verwijderd, lees de kaarten één voor één uit.

Kaart registreren met gebruikers-1D

# Programmeerwachtwoord # 22 Gebruikers-ID,
kaart lezen #

Registreer een kaart door de gebruikers-ID in te
voeren. De gebruikers-ID moet 4 tekens bevatten
en kan niet opnieuw worden gebruikt. Alsu een ID
hebt ingevoerd die al bestaat, hoort u 3 korte
pieptonen. Meer informatie vindt u in het hoofdstuk
“Gebruikers-1D".
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PIN registreren met gebruikers-1D
# Programmeerwachtwoord # 23 Gebruikers-ID,
nieuwe PIN #

Registreer een PIN door de gebruikers-ID in te
voeren. De gebruikers-ID moet 4 tekens bevatten
en kan niet opnieuw worden gebruikt. Alsu een ID
hebt ingevoerd die al bestaat, hoort u 3 korte
pieptonen. Meer informatie vindt u in het hoofdstuk
“Gebruikers-1D".

Gebruikers-ID verwijderen

# Programmeerwachtwoord # 42 Gebruikers-ID #

Kaartnummer verwijderen

# Programmeerwachtwoord # 43 Kaartnummer #

Het kaartnummer bestaat uit 10 of 8 tekens en wordt
automatisch herkend door het apparaat wanneer
u de kaart registreert.

Ontgrendelingsduur configureren

# Programmeerwachtwoord # 5 XX #
XX kan een getal zijn tussen 00 en 99. 00 betekent
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een ontgrendelingsduur van 0,2 seconden.

Ontgrendelingsmodus configureren

# Programmeerwachtwoord # 6 XX #

XX kan 01 zijn (alleen ontgrendelen met kaart), 02
(ontgrendelen met kaart of pincode), 03
(ontgrendelen met kaart en pincode). 02 is de
standaardmodus.

Modus externe kaartlezer

# Programmeerwachtwoord # 6 04 #

Dit toetsenbord kan worden aangesloten op een
externe kaartlezer.

Instellingen achtergrondverlichting

# Programmeerwachtwoord # 8 XX #

XX kan 01 zijn (toetsverlichting altijd aan), 02
(toetsverlichting altijd uit), 03 (automatische modus,
toetsen lichten alleen op bij aanraking). 03 is de
standaardmodus.
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Fabrieksinstellingen herstellen

# Programmeerwachtwoord # 8 99 #

Alle records worden verwijderd, behalve het
programmeerwachtwoord en de beheerderskaart.

Terugzetten naar fabrieksprogrammeerwachtwoord

Stap 1: Schakel de stroom uit en sluit de OPEN- en
GND-aansluitingen aan. Schakel de stroom weer
in. U hoort 3 lange pieptonen. De rode en groene
LED’s knipperen afwisselend.

Stap 2: Schakel de stroom uit en koppel de OPEN-en
GND-aansluitingen los. Schakel de stroom weer in.
Het fabriekswachtwoord (123456) is opnieuw
geactiveerd.

Registratie beheerderskaart

Lees twee nieuwe kaarten achter elkaar uit. De
zoemer laat een kort signaal horen. De eerste kaart
die is gelezen, is de beheerderskaart voor het
toevoegen van gebruikers. De tweede kaart is de
beheerderskaart voor het verwijderen van
gebruikers. Als u geen beheerder nodig heeft, kunt
u deze stap overslaan.
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Gebruikers-ID

De gebruikers-ID moet 4 cijfers bevatten tussen
0000 en 9999.

De kaart(en) die met opdracht 1 zijn geregistreerd,
hebben geen gebruikers-ID.

Voer opdracht 40 uit om alle gebruikers-1D’s te
verwijderen.

Gebruikerspincode wijzigen

Scan de kaart of voer de pincode in om te
ontgrendelen en houd binnen 5 seconden # 3
seconden ingedrukt totdat de groene led snel
knippert. Voer vervolgens de nieuwe pincode in #
new PIN #. De pincode is gewijzigd. U hoort een
lange pieptoon ter bevestiging.

Ontgrendelen met kaart en pincode

De standaard ontgrendelmodusis kaart of pincode.

Voer de opdracht # programmeerwachtwoord # 6
03 # uit om de ontgrendelmodus met kaart en
pincode te activeren.
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Om te ontgrendelen, leest u de kaart; de groene led
knippert snel. Voer direct de pincode in, gevolgd
door de #-toets. De groene led blijft branden. De
deur wordt ontgrendeld.

Zet de deur open

Nadat u de deur met kaart of pincode hebt
ontgrendeld, drukt u op de toetsen 7 t/m 9 om de
deuropen te houden. De groene led blijft branden.
Om terug te keren naar de normale modus, hoeft u
maar één openingsactie uit te voeren: gebruik de
kaart, voer het wachtwoord in of druk op de
toegangsknop (indien aangesloten).

Na deze actie keerthet toegangscontroletoetsenbord
terug naar de standaardmodus.

Vereenvoudigde EU-conformiteitsverklaring

ONLINESHOP SRL verklaart dat het PNI DK150T
toegangscontroletoetsenbord voldoet aan de RED
2014/53/EU. De volledige tekst van de EU-
conformiteitsverklaring is beschikbaar op het
volgende internetadres:
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https://www.mypni.eu/products/10940/download/

certifications
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Schakel Locatie en Bluetooth in.
Opendeappenlogin.

Tik op + Apparaat toevoegen om het
toegangscontroletoetsenbord aan de app toe te
voegen.

Typ de opdracht #programmeerwachtwoord #086#
op het toetsenbord om de koppelingsmodus te
openen. De achtergrondverlichting van de toetsen
begint te knipperen.

De app herkent het toetsenbord kort. Tik op het
toetsenbordpictogram en volg de stappen op het
scherm. Wijzig indien nodig de naam van het
toetsenbord en tik op “Gereed” om het toevoegen
van het toetsenbord in de app te voltooien.

Vanuit de app kunt u de deur vergrendelen en
ontgrendelen, gebruikers beheren, tijdelijke
toegangscodes genereren en diverse andere
instellingen maken.

Opmerking: u kunt het toetsenbord ook handmatig
aan de app toevoegen via de categorie Camera &
Vergrendeling - Vergrendeling (wifi). Volg de stappen
op het scherm totdat de procedure is voltooid.
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Opmerking: Vanwege regelmatige updates van de
Tuya Smart-app komen de afbeeldingen en
informatie in deze handleiding mogelijk niet exact
overeen met de versie die u hebt geinstalleerd
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OstrzeZenia dotyczqce bezpieczenstwa

Urzadzenie moze by¢ podtagczone wytacznie do
zrédta zasilania zgodnego ze specyfikacja
producenta.

Nie nalezy uzywaé improwizowanych ani
niestabilnych zasilaczy.

Instalacje i podtaczenia elektryczne moze
wykonywac wytacznie wykwalifikowany personel.
Nie nalezy instalowac urzadzenia w miejscach
narazonych na intensywne promieniowanie
stoneczne bez dodatkowego zabezpieczenia.

Nie nalezy dotykac zaciskdw przytaczeniowych,
gdy urzadzenie jest wtgczone.

Unikaj obstugi klawiatury mokrymi rekami, aby
zapobiec zwarciom lub uszkodzeniom.

Nie nalezy demontowad ani naprawiac urzadzenia
bez upowaznienia.

Zmien domyslne hasto natychmiast po instalacji.

Okresowo aktualizuj hasta, aby zmniejszy¢ ryzyko
nieautoryzowanego dostepu. Uzywaj unikalnychii
trudnych do odgadniecia kodéw.

117



Czy$¢ powierzchnie miekka, sucha lub lekko
wilgotna $ciereczka. Nie uzywaj rozpuszczalnikéw
ani substancji zracych.

Okresowo sprawdzaj mocowanie klawiatury i
integralnos¢ kabli.

W przypadku wystapienia usterek odtacz zasilanie
i skontaktuj sie zautoryzowanym serwisem.
Unikaj montazu w poblizu silnych Zrédet ciepta, pdl
elektromagnetycznych lub w miejscach o
nadmiernych wibracjach.

Specyfikacja techniczna

Napiecie robocze DC12V+10%
Prad (mA) <100 mA
Pojemnos¢ uzytkownika 10000

uzytkownikow

Typ karty EM, MF, NFC
Zasieg odczytu karty 1-10cm
Stopien ochrony IP65
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Domyslny czas 5sekund
odblokowania

Domyslne hasto 123456
programowania

Domyslny PIN brak

PIN uzytkownika 4 cyfry
Domyslny tryb Karta lub PIN
odblokowania

Wymiary 70x110x20 mm
Temperatura pracy -26 ~80°C

Wskazniki LED

Czerwona dioda LED
miga powoli co 2
sekundy

Tryb gotowosci

Zielona dioda LED
miga szybko co 0,5
sekundy

Oczekiwanie na
nastepng operacje
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Czerwona dioda LED
Swieci sie caty czas

Odblokowanie

Czerwonaizielona
dioda LED migaja
naprzemiennie

Powrét do
domyslnego hasta
programowania

Wskaznik dzwiekowy

1 krétki sygnat
dzwiekowy

Prawidtowe polecenie

3 krotkie sygnaty
dzwiekowe

Nieprawidtowe polecenie

1 dtugisygnat Tryb programowania

dzwiekowy
3dtugie sygnaty | Powrét do domyslnego
dzwiekowe hasta programowania

Programowanie klawiatury

Ustawianie hasta programowania

# stare hasto # 0 nowe hasto # nowe hasto #
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Jeslito Twoj pierwszy dostep, zamiast starego hasta
wprowadz hasto fabryczne 123456.

Jesli zapomniates$ starego hasta, zresetuj je, aby
przywrécic¢ fabryczne hasto programowania
(123456). Szczegbdty w rozdziale ,Przywracanie
fabrycznego hasta programowania”.

Rejestracja karty uzytkownika

# hasto programowania # 1 odczyt karty/kart #
Mozna zarejestrowac kilka kart, odczytaj je po kolei.
Ustawianie wspdlnego kodu PIN

# hasto programowania # 21 Nowy wspdlny kod PIN
#

Mozna ustawi¢ tylko jeden wspélny kod PIN. Aby
odblokowac, wprowadz wspélny kod PIN i nacisnij
klawisz #.

Usuwanie uzytkownikow

# hasto programowania # 40 0000 #

Wszystkie karty i wszystkie kody PIN uzytkownikéw
zostana usuniete, zwyjatkiem wspélnego kodu PIN.
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Usuwanie karty uzytkownika

# hasto programowania # 41 odczyt karty/kart #

Mozna usung¢ wiele kart jednocze$nie, odczytajje
po kolei.

Zarejestruj karte wedtug ID uzytkownika

#Hasto programowania #22 ID uzytkownika, odczyt
numeru karty

Zarejestruj karte, wprowadzajac ID uzytkownika.
ID uzytkownika musi sktadac sie z 4 znakéw i nie
moze by¢ ponownie uzyte. Jesli wprowadzites juz
istniejacy ID, ustyszysz 3 krétkie sygnaty dzwiekowe.
Wiecej informacji znajdziesz w rozdziale ,ID
uzytkownika”.

Zarejestruj PIN wedtug ID uzytkownika

# Hasto programowania # 23 ID uzytkownika, nowy
PIN #

Zarejestruj PIN, wprowadzajac ID uzytkownika. ID
uzytkownika musi sktadac sie z4 znakéw i nie moze
by¢ ponownie uzyte. Jesli wprowadzites$ juz
istniejacy ID, ustyszysz 3 krétkie sygnaty dzwiekowe.
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Wiecej informacji znajdziesz w rozdziale ,ID
uzytkownika”.

Usun ID uzytkownika

# Hasto programowania # 42 ID uzytkownika #

Usun numer karty

# Hasto programowania # 43 Numer karty #

Numer karty sktada sie z 10 lub 8 znakéw, ktére
urzadzenie automatycznie identyfikuje podczas
rejestracji karty.

Konfiguruj czas odblokowania

# Hasto programowania # 5 XX #

XX moze by¢ cyfra od 00 do 99. 00 oznacza czas
odblokowania 0,2 sekundy.

Konfiguracja trybu odblokowania

# Hasto programowania # 6 XX #

XX moze wynosi¢ 01 (odblokowanie tylko kartg), 02
(odblokowanie kartg lub kodem PIN), 03
(odblokowanie kartg i kodem PIN). 02 to tryb
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domyslny.
Tryb zewnetrznego czytnika kart

# Hasto programowania # 6 04 #

Do tej klawiatury mozna podtaczyé zewnetrzny
czytnik kart.

Ustawienia podswietlenia

# Hasto programowania # 8 XX #

XXmoze wynosi¢ 01 (podswietlenie klawiszy zawsze
wtaczone), 02 (podswietlenie klawiszy zawsze
wytaczone), 03 (tryb automatyczny, klawisze
pods$wietlaja sie tylko po dotknieciu). 03 to tryb
domyslny.

Przywracanie ustawien fabrycznych

# Hasto programowania # 8 99 #

Wszystkie rekordy zostang usuniete z wyjatkiem
hasta programowania i karty administratora.

Przywrdc¢ fabryczne hasto programowania

Krok 1: Wytacz zasilanie i podtacz zaciski OPEN i
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GND. Wtacz ponownie zasilanie. Ustyszysz 3 dtugie
sygnaty dZwiekowe. Czerwona i zielona dioda LED
beda migac naprzemiennie.

Krok 2: Wytacz zasilanie i odtgcz zaciski OPEN i GND.
Wtacz ponownie zasilanie. Hasto fabryczne (123456)
zostato przywrécone.

Rejestracja karty administratora

Odczytaj kolejno dwie nowe karty. Brzeczyk
wyemituje krétki dZzwiek. Pierwsza odczytana karta
bedzie kartag administratora do dodawania
uzytkownikéw. Druga karta bedzie karta
administratora do usuwania uzytkownikéw. Jesli
nie potrzebujesz administratora, mozesz poming¢
ten krok.

Identyfikator uzytkownika

Identyfikator uzytkownika musi zawieraé 4 cyfry z
zakresu 0000-9999.

Karta(y) zarejestrowane poleceniem 1 nie maja
przypisanego identyfikatora uzytkownika.

Wykonaj polecenie 40, aby usuna¢ wszystkie
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identyfikatory uzytkownikéw.

Zmiana kodu PIN uzytkownika

Zeskanuj karte lub wprowadz kod PIN, aby
odblokowaciw ciggu 5 sekund nacisniji przytrzymaj
przycisk # przez 3 sekundy, az zielona dioda LED
zacznie szybko migaé. Nastepnie wprowadz nowy
kod PIN # new PIN #. Kod PIN zostat zmieniony.
Ustyszysz dtugi sygnat dZwiekowy potwierdzajacy.

Odblokowanie kartq i kodem PIN

Domyslnym trybem odblokowania jest karta lub
kod PIN.

Wykonaj polecenie # programming password # 6
03 #, aby aktywowac tryb odblokowania kartg i
kodem PIN.

Aby odblokowad, odczytaj karte. Zielona dioda LED
zacznie szybko migaé. Natychmiast wprowadz kod
PIN, a nastepnie nacisnij klawisz #. Zielona dioda
LED pozostanie wtaczona. Drzwi zostana
odblokowane.
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Ustaw drzwi w trybie otwartym

Po odblokowaniu drzwi kartg lub kodem PIN naciénij
przyciski 79, aby drzwi pozostaty otwarte. Zielona
dioda LED pozostanie wtaczona.

Aby powrdcic¢ do trybu normalnego, nalezy wykonaé
jedna czynnos$¢: uzyé karty, wprowadzi¢ hasto lub
nacisna¢ przycisk dostepu (jesli jest podtaczony).
Po tej czynnosci klawiatura kontroli dostepu
powraca do standardowego trybu pracy.

Uproszczona deklaracja zgodnosci UE

ONLINESHOP SRL o$wiadcza, ze klawiatura kontroli
dostepu PNI DK150T jest zgodna z dyrektywa RED
2014/53/EU. Petny tekst deklaracji zgodnosci UE
jest dostepny pod nastepujacym adresem
internetowym:

https://www.mypni.eu/products/10940/download/
certifications
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Zdalne sterowanie za pomocq Tuya Smart

Zainstaluj aplikacje Tuya
Smart na swoim telefonie
komoérkowym.

Wtacz lokalizacje i Bluetooth.

Otwoérz aplikacje i zaloguj sie.
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Dotknij + Dodaj urzadzenie, aby dodac klawiature
kontroli dostepu do aplikacji.

Wopisz polecenie # programming password # 086 #
na klawiaturze, aby przej$¢ do trybu parowania.
Podswietlenie klawiszy zacznie migac.

Aplikacja wkrotce zidentyfikuje klawiature. Dotknij
ikony klawiatury i postepuj zgodnie z instrukcjami
wys$wietlanymi na ekranie. W razie potrzeby zmien
nazwe klawiatury i dotknij ,,Gotowe”, aby zakoriczy¢
procedure dodawania klawiatury w aplikacji.

Z poziomu aplikacji mozesz blokowac i
odblokowywa¢ drzwi, zarzadzaé uzytkownikami,
generowac tymczasowe kody dostepu i wprowadzac
rézne inne ustawienia.

Uwaga: klawiature mozna réwniez dodaé do aplikaciji
recznie, wchodzac w kategorie Aparat i blokada -
Blokada (Wi-Fi). Postepuj zgodnie z instrukcjami
wyswietlanymi na ekranie, az do zakonczenia
procedury.

Uwaga: Uwaga: Ze wzgledu na czeste aktualizacje
aplikacji Tuya Smart, obrazy i informacje zawarte
w tym podreczniku moga nie odpowiadac doktadnie
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wersji zainstalowanej na komputerze.
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Avertizari de siguranta

Dispozitivul trebuie conectat doar la o sursa de
alimentare conforma cu specificatiile
producatorului.

Nu utilizati surse de alimentare improvizate sau

instabile.

Instalarea si conexiunile electrice trebuie efectuate

numai de personal calificat.

Nu instalati dispozitivul in zone expuse radiatiilor

solare intense fara protectie suplimentara.

Nu atingeti bornele de conexiune atunci cand

echipamentul este alimentat.

Evitati folosirea tastaturii cu mainile ude pentru a

preveni scurtcircuite sau defecte.

Nu incercati sa dezasamblati sau sa reparati

echipamentul fara autorizare.

Schimbati parola implicitaimediat dupainstalare.

Actualizati periodic parolele pentru a reduce riscul

accesului neautorizat. Utilizati coduri unice si dificile

de ghicit.

Curatati suprafata cu o carpa moale, uscata sau
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usor umeda. Nu folositi solventi sau substante
corozive.

Verificati periodic fixarea tastaturii si integritatea
cablurilor.

Daca apar defecte, intrerupeti alimentarea si
contactati un service autorizat.

Evitati montarea langa surse de caldura puternice,
campuri electromagnetice sau in locuri cu vibratii
excesive.

Specificatii tehnice

Tensiune de operare DC 12V+10%
Consum <100mA
Capacitate utilizatori 10000 utilizatori
Tip card EM, MF, NFC
Distanta citire card 1-10cm
Protectie la apa IP65

Durata deblocare implicita | 5secunde
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raro datala 2 sec.

Parola de programare 123456
implicita

PIN implicit fara

PIN utilizator 4 cifre

Mod de deblocare implicit | Card sau PIN
Dimensiuni 70x110x20 mm
Temperatura de lucru -26 ~80°C
Indicatori LED

LED-ul rosu clipeste Standby

LED-ul verde clipeste
rapid o datala 0.5 sec.

In asteptarea
urmatoarei operatiuni

LED-ulrosu este
aprins tot timpul

Deblocare

LED-urile rosu si verde
clipesc alternativ

Revenire la parola de
programare implicita
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Indicator sonor

1 beep scurt Comandavalida

3 beep-uriscurte | Comandainvalida

1beep lung Mod programare

3 beep-urilungi | Revenire la parolade
programare implicita

Programare tastatura

Setare parola programare

# parola veche # 0 parola noua # parola noua #

Daca sunteti la primul acces, in locul parolei vechi
introduceti parola din fabrica 123456.

Daca ati uitat parolaveche, resetati pentru a reveni
la parola de programare din fabrica (123456). Detalii
in capitolul “Revenire la parola de programare din
fabrica“.

Inregistrare card utilizator

# parola programare # 1 citeste card/-uri #
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Pot fi inregistrare mai multe carduri, cititi-le unul
dupa altul.

Setare PIN comun

# parola programare # 21 PIN comun nou #

Poate fisetat un singur PIN comun. Pentruadebloca,
introduceti PIN-ul comun si apasati tasta #.
Stergere utilizatori

# Parola programare # 40 0000 #
Vor fi sterse toate cardurile si toate PIN-urile de

utilizator, mai putin PIN-ul comun.
Stergere card utilizator

# Parola programare # 41 citeste card/-uri #

Pot fi sterse mai multe carduri odata, cititi cardurile
unul dupa altul.

Inregistrare card prin ID utilizator

# Parola programare # 22 ID utilizator, citeste card
#

Inregistrati un card introducand ID-ul utilizatorului.
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ID-ul utilizatorului trebuie sa contina 4 caracteressi
nu poate fi reutilizat. Daca ati introdus un ID care
exista deja, veti auzi 3 beep-uri scurte. Gasiti mai
multe detalii in capitolul “ID utilizator.

Inregistrare PIN prin ID utilizator

# Parola programare # 23 ID utilizator, PIN nou #

Inregistrati un PIN introducand ID-ul utilizatorului.
ID-ul utilizatorului trebuie sa contina 4 caractere si
nu poate fi reutilizat. Daca ati introdus un ID care
exista deja, veti auzi 3 beep-uri scurte. Gasiti mai
multe detalii in capitolul “ID utilizator*.

Sterge ID utilizator

# Parola programare # 42 ID utilizator #

Sterge numar card

# Parola programare # 43 numar card #

Numarul cardului are 10 sau 8 caractere pe care
dispozitivul le identifica automat cand inregistrati
cardul.
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Configurare durata deblocare

# Parola programare # 5 XX #

XX poate fi intre 00-99. 00 inseamna o durata de
deblocare de 0.2 secunde.

Configurare mod deblocare

# Parola programare # 6 XX #

XX poate fi 01 (deblocare doar prin card), 02
(deblocare prin card sau pin), 03 (deblocare prin
card si pin). 02 este modul implicit.

Configurare pentru cititor de carduri extern

# Parola programare # 6 04 #

Aceasta tastatura poate fi conectata la un cititor de
carduri extern.

Setari lumina taste

# Parola programare # 8 XX #

XX poate fi 01 (lumina taste tot timpul aprinsa), 02
(lumina taste tot timpul stinsa), 03 (mod automat,
tastele se aprins doar cand sunt atinse). 03 este
modul implicit.

137



Resetare la valorile din fabrica

# Parola programare # 8 99 #

Toate inregistrarile vor fi sterse, mai putin parola
de programare si cardul administratorului.

Revenire la parola de programare din fabrica

Pasul 1: Opriti alimentarea si conectati terminalele
OPEN si GND. Reporniti alimentarea. Veti auzi 3
beep-uri lungi. LED-urile rosu si verde clipesc
alternativ.

Pasul2: Opriti alimentarea si deconectati terminalele
OPEN si GND. Reporniti alimentarea. Parola din
fabrica (123456) a fost reactivata.

Inegistrare card administrator

Cititi doua carduri noi unul dupa altul. Buzzer-ulva
emite un sunet scurt. Primul card care a fost citit
va fi card de administrator pentru adaugare
utilizatori. Al doilea cardva fi card de administrator
pentru stergere utilizatori. Daca nu aveti nevoie de
administrator, acest pas poate fi omis.
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ID utilizator

ID-ul pentru utilizatori trebuie sa contina 4 cifre
intre 0000 - 9999.

Cardului/cardurilor inregistrare prin comanda #
parola programare # 1 citeste card/-uri # nu li se
aloca un ID de utilizator.

Executati comanda # parola programare # 40 0000
# pentru a sterge toate ID-urile de utilizator.

Schimbare PIN utilizator

Cititi cardul sau introduceti PIN-ul pentru a debloca
siinintervalul de 5 secunde tineti apasat #timp de
3 secunde pana cand LED-ul verde clipeste rapid.
Apoi,introduceti noul PIN # noul PIN #. PIN-ul a fost
schimbat. Veti auzi un beep lung pentru confirmare.

Deblocare prin card si PIN

Modul implicit de deblocare este card sau PIN.

Executati comanda # parola programare # 6 03 #
pentru a activa modul de deblocare prin card si PIN.

Pentru a debloca, cititi cardul, LED-ul verde va clipi
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rapid, introduceti imediat PIN-ul urmat de tasta #.
LED-ulverde varamane aprins. Usa se va debloca.

Setare usa blocata pe modul deschis

Dupa ce ati deblocat usa prin card sau PIN, apasati
tastele 79 pentru a pastra usa blocata pe deschis.
LED-ul verde ramane aprins.

Ca sareveniti la modul normal, trebuie sa faceti o
singura actiune de deschidere: fie folositi cardul,
fieintroduceti parola, fie apasati butonul de acces
(daca este conectat).

Dupa aceasta actiune, tastatura de controla acces
revine la modul standard de functionare.

Declaratie UE de conformitate simplificata

ONLINESHOP SRL declara ca Tastatura control acces
PNI DK150T este in conformitate cu Directiva RED
2014/53/EU. Textul integral al declaratiei UE de
conformitate este disponibil la urmatoarea adresa
deinternet:

https://www.mypni.eu/products/10940/download/
certifications
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Diagrama conexiuni
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Control din aplicatia Tuya Smart

Instalati in telefonul
mobil aplicatia Tuya
Smart.
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Activati Locatia si functia Bluetooth.
Deschideti aplicatia si autentificati-va.

Apasati pe + Add device pentru a adauga tastatura
de control acces in aplicatie.

Tastati pe tastatura comanda # parola de
programare # 086 # pentru a intra in modul de
imperechere. Lumina de fundal a tastelor vaincepe
saclipeasca.

Aplicatiavaidentificain scurttimp tastatura. Apasati
pe pictograma tastaturii si urmati pasii de pe ecran.
Redenumiti tastatura daca este necesar si apasati
“Done” pentru a finaliza procedura de adaugare a
tastaturiiin aplicatie.

Din aplicatie puteti sa blocati si sa deblocati usa,
sa administrati utilizatorii, sa generati coduri
temporare de acces si sa faceti diferite alte setari.
Nota: puteti adauga tastaturain aplicatie simanual
accesand categoria Camera & Lock - Lock (Wi-Fi).
Urmatii pasii de pe ecran pana la finalizarea
procedurii.

Nota: Din cauza actualizarilor frecvente ale aplicatiei
Tuya Smart, este posibil caimaginile si informatiile
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prezentate in acest manual sa difere de cele din
versiuneainstalata pe dispozitivul dumneavoastra.
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